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CHAPTER 1

INTRODUCTION

Public access to government records ... the
confidential treatment of personal information provided to or
maintained by the government ... access to information about
oneself being kept by the government. These are issues which
have been the subject of increasing debate over the years. And
well such issues should be debated as few go more to the heart
of our democracy.

We define our democracy as a government of the people.
And a government of the people must be accessible to the
people. In a democracy, citizens must be able to understand
what is occurring within their government in order to
participate in the process of governing. Of equal importance,
citizens must believe their government to be accessible if they
are to continue to place their faith in that government whether
or not they choose to actively participate in its processes,

And while every government collects and maintains
information about its citizens, a democratic government should
collect only necessary information, should not use the
information as a "weapon" against those citizens, and should
correct any incorrect information. These have become even more
critical needs with the development of large-scale data
processing systems capable of handling tremendous volumes of
information about the citizens of this democracy.

In sum, the laws pertaining to government information
and records are at the core of our democratic form of
government. These laws are at once a reflection of, and a
foundation of, our way of life. These are laws which must
always be kept strong through periodic review and revision.

Hawaii has adopted a set of statutes which are intended
to address the issues surrounding government records. There is
a statute which sets forth a broad public right of access to
records (Section 92-50, et. seq., Hawaii Revised Statutes
(®"HRS")). There is a statute which protects the privacy of
individuals about whom information is kept and which allows that
information to be corrected (Chapter 92E, HRS). And there are a
host of statutes which control access to specific records (For a
list of such statutes, see Appendix D.) 1In spite of all of
these enactments, however, the resulting state of the law leaves
much to be desired.



Hawaii's current law has operated to keep most records
which involve an individual confidential. It has, however, not
done so through a balancing test which weighs competing
interests but rather by the unintended interplay between
statutes (Chapters 92 and 92E) written at different times for
different purposes and without regard for each other. The
results leave everyone involved (the public, the media, and
government officials) uncertain as to the effect of the law in
any particular instance and unlikely to agree on the
interpretations made in specific cases. Repeated efforts to
address this subject at the Legislature have produced 1little
agreement or progress in resolving the dispute.

It was against this backdrop that in February 1987
Governor John Waihee appointed a Committee to review Hawaii's
laws pertaining to records.

The Governor named the following members to the Ad Hoc
Committee on Public Records and Privacy Laws:

* Robert Alm (Chairman), Director of Department of
Commerce and Consumer Affairs.

* Dwane Brenneman, Vice-President and General
Manager of Nissan Hawaii, and, Chairman of the
Motor Vehicle Industry Board.

* Andrew Chang, Manager of Governmental Relations at
Hawaiian Electric, and, formerly Managing Director
of the City and County of Honolulu.

* David Dezzani, Esq., a partner in the law firm of
Goodsill, Anderson, Quinn and Stiefel.

* Ian Lind, Coordinator of the Institute for Peace
at the University of Hawaii, and, formerly
Executive Director of Common Cause of Hawaii.

* Jim McCoy, News Editor and Assignment Editor at
KHON-TV,.
X Stirling Morita, Honolulu Star-Bulletin Reporter,

and, President of the Hawaii Committee for Freedom
of the Press.

* Justice Frank Padgett, Associate Justice of the
Hawaii Supreme Court.

* Warren Price, III, Esg., Attorney General.



The group, while not intended to include all those who
had expertise in this area, clearly brought to the Committee's
work a wide variety of experiences and perspectives on
government records.

The Governor charged the Committee to review the
current law and the implementation of that law, to solicit
public comment, to review alternatives to the current law, and
to report back the findings of this work. With this mission,
the Committee began its work.

The Committee intended that its activities and working
style comply with the letter and spirit of the Sunshine Law.
Agendas for meetings were filed with the Lt. Governor's Office
and posted in accordance with Chapter 92, HRS. Meetings were
open to the public. Minutes were kept. And copies of the
materials that the Committee worked with were made available to
interested parties.

The Committee, at its initial meeting, made a decision
to begin its work by seeking the widest possible comment on this
subject. This was done by running a series of newspaper ads
seeking public comments and by holding public hearings on all
islands (except Niihau and Kahoolawe). These hearings and calls
for comment resulted in the submission of over 800 pages of
materials. This amount of information, which substantially
exceeded everyone's expectations, made the Committee's task of
identifying issues much easier though the amount made its work
much more time-consuming and detailed.

Based on the submissions, two aspects of the
Committee's work were substantially clarified. First, there
were only three alternative structures for a comprehensive
records law presented: the current combination of Chapters 92
and 92E and the various specific records provisions; the three
Uniform Acts recommended by the National Conference of
commissioners on Uniform State Laws (Information Practices Code,
Health~-Care Information Act, and Criminal History Records Act);
and, the Federal Freedom of Information Act and Privacy Act.
Chapters 2 through 4 will therefore contain a description of,
and comments about, each of these three alternative statutory
schemes.

The second aspect that was made very clear was the
substantial number of issues and problem areas that were of
concern to the public. These issues were in fact of such
concern that the public felt they deserved to be separately
addressed in any discussion of changes to the law in this area.



The raising of dozens and dozens of issues and problems
challenged the Committee to find a way to present this array in
a manner which gives each adequate explanation to each and yet
still encourages addressing as many as possible by not making
the task seem overwhelming.

One issue which deserves separate discussion is the
"Privacy" provision of the Hawaii State Constitution. This
provision, which was recommended by the 1978 Constitutional
Convention and subsequently ratified, is the impetus for the
adoption of Chapter 92E, HRS, and thus might be regarded as a
source for many of the current problems. Allison Lynde, Esq.,
formerly with the William S. Richardson School of Law, and
currently in private practice, has been researching the privacy
provision and the intent behind it. 1In order to place that
provision in its proper context for purposes of the Committee's
work, Mr, Lynde submitted a paper on the subject which is
incorporated as Chapter 5.

Chapter 6 is the presentation of the issues raised
during the course of the Committee's work. In each case, the
discussion includes the following items:

* A description of the issue, problem or concern;

* A citation to the record if the issue was raised
at a public hearing or in submitted comments. In
this context, however, it should be noted that
committee members and interested parties were
encouraged to supplement the record with issues
which for some reason were not raised at the
hearings or in the comments. Some discussion
therefore occurs without citation to the record;

* Specific examples of the issues, where an example
was available and where its use would assist
understanding of the matter raised;

* The handling of the issue under current Hawaii law;

* The competing interests involved in balancing
public access and privacy (or other countervailing
considerations) with respect to any particular
record. This is the core of the Committee's work
and the center of any debate on records. For each
issue, concern or problem, what is set forth is an
objective discussion of the interests which should
be balanced or weighed in making a decision on
that issue. Viewed another way, this discussion



focuses on what interests are served and what interests are
disserved by the way a particular record is handled. This
section does not attempt to arrive at a particular conclusion
but rather strives to provide a full discussion upon which the
public policy decisions can ultimately be made.

There are then to be no ultimate conclusions to this
report. This is, however, fitting because it is not the
Committee's role to provide the final answers, but instead to
provide the factual foundation and policy discussion that must
underlie sound decision making. This the Committee believes
firmly that it has done.

This report, however, does not stop with this volume.
As noted earlier, it is the primary mission of the Committee to
provide the fullest possible record for use by the Legislature
and others. Therefore, while the issues are all summarized and
discussed in this volume, the Committee is incorporating all of
the information it received into the official record.

The appendices to this report are contained in four
volumes. Volume I contains the following material:

* Appendix A: The "Privacy" Provision of the
Hawaii Constitution (Art. I,
Sec. 6).

* Appendix B: Chapter 92, Part V, Hawaii Revised

Statutes (Public Records).

* Appendix C: Chapter 92E, Hawaii Revised
Statutes (Fair Information Practice
(Confidentiality of Personal
Record)).

* Appendix D: Lists of Specific Hawaii Revised
Statutes Provisions on Public
Records, Confidentiality and
Penalty.

* Appendix E: The Uniform Laws.

* Appendix F: The Freedom of Information and
Privacy Acts.

* Appendix G: Notices of Public Hearings and the
Calls for Comment.,

* Appendix H: Minutes of the Public Hearings
which are the record for all oral
testimony.



* Appendix I: Agenda and minutes of the
Committee's meetings.

Volumes II and III contain the following material:

% Appendix J: Complete set of written testimony
and comments submitted.

Volume IV contains the following material:

* Appendix K: The reprinting and updating of
"Sunshine Law Opinions," a review
of court decisions, attorney
general opinions, and corporation
counsel opinions on public records
(and meetings) issues prepared by
Ian Lind.

* Appendix L: Reprints of all newspaper articles
appearing since 1976 on the
subjects of public records and
privacy.

This material provides a
cross-check on the completeness of
the record in terms of raising all
of the significant issues.

* Appendix M: Miscellaneous articles submitted to
the Committee for review.

And finally, the Committee would like to acknowledge
the great assistance provided by a number of individuals to the
Committee's work. Without their efforts, this report would
simply not have been possible. 1In particular, the Committee
acknowledges the work of its Staff Attorney Matthew Chung. The
Committee also acknowledges the substantial contributions of its
volunteer researcher Lisa Fukuda. And the Committee
acknowledges the assistance of Karen Hirota and Chiyeko Takitani
in taking minutes, typing drafts, proofreading, and preparing
the final report.

The Committee also appreciates the efforts of the
Legislative Information Systems Office, especially Dwight
Kagawa, in creating the data base used to develop Appendix D's
list of Statutes.



CHAPTER 2

CURRENT HAWAII LAW

As was discussed earlier, there were three basic
structures suggested for Hawaii's records law; the current law,
the federal law, and the uniform acts. Of the three, the first,
and the most obvious choice, is simply to maintain the status
quo--to retain the present law.

Current Hawaii law is essentially a patchwork of many
laws. The statutes with the broadest impact are Chapter 92,
Part V, HRS ("Public Records"), and Chapter 92E, HRS ("Fair
Information Practice (Confidentiality of Personal Record)").
These two will be described in detail below along with a
discussion of relevant case law and Attorney General Opinions.
(In addition, Appendix K contains a more detailed discussion of
court decisions, Attorney General opinions, and corporation
counsel opinions.)

The remaining portion of current Hawaii law, and the
portion which is most often overlooked, are the statutes
pertaining to a particular record about which a specific
decision on its treatment has been made by the Legislature.
Whereas Chapters 92 and 92E are essentially general statutes
which apply broadly to all records, this portion concerns
specific records only.

Individual Records Statutes

Appendix D contains the full list of the statutes
involved along with a brief description of the particular record
involved. Because the list is so extensive, it is important to
discuss the creation of this list of applicable statutes. To
the Committee's knowledge, this is the first time that such a
list has been created, and it should prove to be a good data
base for long-term efforts to resolve records issues.

A search of the general index of the Hawaii statutes
appeared as the most obvious method for locating the specific
statutory provisions. The difficulty, however, is that the
design of the index does not provide a complete answer to our
question: what statutes make what records either open or closed
to the public?

For example, a search for the word "confidential® in
the HRS general index and its 1986 supplement reveals 48
statutes under the words "confidential information.®™ Another
search for the words "public inspection® lists some 20 statutes
in the index. While the combined list of 68 statutes for the
two-word sets appear large, our researchers desired a way to



cross check this list, and other lists of selected key words,
such as "public records," "personal records," and "disclosure,"
to name a few, without having to literally read every section of
the 12 volumes of HRS.

Fortunately, the Legislative Reference Bureau ("LRB")
recently created a computerized information system, known as
"Ho'ike." The Ho'ike System provides ready access into numerous
data bases that include the status of bills and resolutions
through the Hawaii Legislature, reference material in the LRB
library and other Oahu based government libraries, as well as
the 12 volumes of HRS, and the latest Session Laws of Hawaili.
For example, a search for the word "confidential" in the HRS
data base, revealed 96 documents. Each document represents a
distinct statute section. When the user expands the search to
include derivatives of the word "confidential," such as
"confidentiality," the number of documents increased to 125. A
search for the words "public inspection" reveals 58 separate
documents. This contrasts to the 20 statutes listed in the HRS
general index and supplement.

Through the use of more than 30 different word
combinations that produced sets of documents for each word
search in a sequence exclusive of those documents appearing in
prior searches, our staff uncovered and reviewed more than 2,200
separate statute sections. (The actual total is larger because
in many cases, the specific statute operated on records
described elsewhere in the statute's chapter.) The staff
reviewed each statute for any content that would answer the
pertinent question, that is, whether a record is open or closed
to the public. The specific lists in this report thus reflect
statutes gleaned from the original list of more than 2,200
sections.

Appendix D contains the lists produced by this search
in the form of three exhibits. Exhibit 1 lists those statutes
which contain an explicit reference to "public records® or which
discuss records in terms which bring them within the general
definition of "public records" in Section 92-50, HRS. This list
also includes those statutes which make a record "open to public
inspection" or "available for public inspection,® or which
direct the government to "furnish, supply, or give to any person
on request" the record sought. Also included are statutes
labeling a record as "public document" or "public information."

Exhibit 2 lists those statutes that treat a record,
document or type of information as explicitly "confidential" or
"not open to public inspection.®™ This list also includes any
other key word combinations that prohibit or prevent public
disclosure of information.
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The final list, Exhibit 3, contains those statutes that
presently impose either civil or criminal penalties for the
unauthorized disclosure of confidential information or penalize
a failure to disclose public information.

Public Records (Ch. 92, Part V)

In Hawaii, a "public record" is any written or printed
report, book or paper, map or plan of the State or County, and
their respective subdivisions and boards, which is their
property or which any public servant received for filing. This
includes any information contained or made thereon. Hawaii
Revised Statutes ("HRS") Section 92-50. For example, a public
record includes the transcript of an agency hearing. Attorney
General's Opinion ("AG.Op.") No. 64-4*, And the registration
statements and applications of charitable organizations, their
reports, professional fund-raising counsel contracts or
professional solicitor contracts, and all other documents and
information required to be filed with the Department of Commerce
and Consumer Affairs are also public records. HRS Section
467B-8. For a list of records that are "public," subject to
"disclosure," or otherwise "open to public inspection" under
Hawaii law, see, Exhibit 1 of Appendix D.

Excluded, however, are records which invade the right
of privacy of an individual. HRS Section 92-50. For example, a
"public record" does not include personal information on a
license application or license. A list of license holders,
however, may be released. AG.Op. No. 85-23 . See also
AG.Op.Nos. 84-13 (no release of home addresses and telephone
numbers, but release of roster naming licensees allowed), and
75-7 (motion picture license application not public record, and
not subject to inspection or review).

* There was discussion within the Committee about the weight
that should be accorded to these opinions. It is very clear
that they have no binding effect on the Judiciary and that
the weight they are given by the Courts depends primarily on
their own merit. At the same time, the opinions have a
largely binding effect on the executive branch. And since
it is the executive branch that implements these laws, these
opinions are of substantial importance to the Committee's
work.



All "public records"™ are available for public
inspection, except where the inspection violates some other
state or federal law. This unavailability also applies to
records that do not relate to a law violation and are deemed
necessary to protect a person's character or reputation except
where the records are open by rule of court. The Attorney
General and the county counterparts may also refuse public
inspection when the records are pertinent to the preparation of
the prosecution or defense of any action by or against the state
(or county) before its commencement.  HRS Section 92-51.

Any person denied an inspection or copy of the record
sought may petition the circuit court for an order granting
access to the record, but only on a finding that the denial
lacked just or proper cause. HRS Section 92-51. These records
may also be discoverable as there is no absolute privilege
(against disclosure) of governmental reports absent the creation
of a specific statutory privilege. Tighe v. City & County, 55
Haw 420 (1974).

Prior to the enactment of HRS Chapter 92E in 1980, a
1976 legal opinion found five categories of public records that
appeared exempt from public inspection when reading Sections
92-50 and 92-51 together:

(1) Records which invade the privacy right of
individuals;

(2) Records beyond inspection under Federal law;

(3) Records retained by the Attorney General for a
case;

(4) Records unrelated to a law violation and withheld
to protect a person's character and reputation;

(5) Records beyond inspection under any other state
law,

AG.Op.No. 76-3; see also, AG.Op.No. 86-16 (Specific
disclosure statute, HRS Chapter 343D, intending public
inspection of financial statements overrides general privacy
statute prohibiting inspection.) For a list of public records
which are "confidential,"™ or "personal®™ or otherwise not open to
public inspection, see, Exhibit 2 of Appendix D.

10
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Personal Records (Ch. 92E)

The other side of the "public record®™ coin is
individual privacy. Article VI, Section I, of the Hawaii
Constitution provides that "[t]he right of the people to privacy
is recognized and shall not be infringed without the showing of
a compelling state interest. The legislature shall take
affirmative steps to implement this right."

In 1980, the Hawaii legislature enacted H.B. No. 501 as
Act 226, 1980 Haw. Sess., Laws 378, "to implement in part the
13978 amendment to the Hawaii State Constitution ... relating to
the right to privacy." 1Id. at 378. Act 226 is now codified as

HRS Chapter 92E, entitled "Fair Information Practice
(Confidentiality of Personal Record)."

Chapter 92E created new twists to what appeared
previously within the domain of a "public record,” as defined in
HRS Section 92-50. It does so by providing protection for a
"personal record,” which is defined as an individual's itenm,
collection or information group maintained by any state or local
agency. HRS Section 92E-1.

An "individual®" is a natural person, id., and therefore
corporations, partnerships, associations, cooperatives, or other
similar entities are not covered by the law.

The term "“agency" includes any public servant or
entity, that is, an employee, officer, department, board or
agency of the executive branch only. Excluded from the
definition is the legislature, the city councils in the
counties, and their respective employees and entities. Also
excluded is the Judiciary branch of state government, its
officers, employees and entities. HRS Section 92E-1(2).

Information within the definition of *personal record"
has been interpreted to include, among other things, a person's
educational, financial, medical or employment history, or
references to the person's name, an identifying number, mark or
symbol, or particulars assigned or unique to the person, such as
his finger, a voice print, or photograph. A "personal" record
includes a "public record" as defined under Section 92-50.

HRS Section 92E-1(3). Recent legal opinions found personal
records to also include such things as (1) home addresses and
phone numbers, AG.Op.No. 84-13; (2) address, sex, birth date and
physical features, AG.Op.No. 85-23; (3) racial ancestry or
ethnicity, AG.Op.No. 84-14; "vital statistic" records, such as
birth, death, marriage and divorce certificates and others
created and maintained under HRS Chapter 338, AG.Op.No. 84-14.

11
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Chapter 92E has been interpreted to "limit"™ access to
and disclosure of records which contain "personal record." This
is the area that committee members felt needed the greatest
change. Both committee members and those who commented such as
Hawaii County Deputy Corporation Counsel John Wagner (I(H) at
23-26)** urged that personal records should be limited to those
in which there is a "reasonable expectation of privacy" such as
those relating to highly intimate personal details. This may
involve fleshing out the concept of personal privacy to
determine what areas really should be private. It would remove
the need, as one committee member put it, for agencies to act as
"censors"™ by limiting their role in judging public value versus
intrusion into personal privacy.

There is, however, a much different view that can be
taken of this matter. It was raised by a committee member and
in this view, the problem is not the definition of "personal
record." That definition needs to be broad since it is what
determines which records an individual has the right to review
and correct, and that right is vital. 1In lieu of changing that
definition, this view is that the addition of a good balancing
test is what is needed. This will provide the public access but
will do so without undermining the ability to review and correct
records.

The current interpretation of the interplay between
"personal record" and "public record," as well as the breadth to
be given to the term "personal record" are currently pending
before the Hawaii Supreme Court. The case is Painting Industry
of Hawaii Market Recovery Fund v. Alm, S.C. No. 12094, and if
the case is decided prior to the final preparation of this
report, a discussion of the result will be added to this
Chapter.*** For a complete set of the briefs and memoranda in
this case, see the attachments to the testimony of the Director
of Commerce and Consumer Affairs (III at 1).

In this context, it should be noted that there was also
testimony to the effect that the problem is not the law at all,
but rather that the interpretation of that law is the problem.
Michael Lilly (I(H) at 33-35), Beverly Keever (II at 355; III at
338 and I1(H) at 44-46), and Representative Rod Tam (II at 7 and
I(H) at 53-54) all indicated their belief that the current law
is being interpreted in too narrow a manner. In their view, a
reinterpretation of current law could resolve all or most of the
problem,

* % For an explanation of the notation system, see
Chapter 6 in this Volume at 60.

*hk The decision was issued on December 3, 1987 and a
discussion of the opinion is added to the end of this
chapter.,

12
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Under the current law, if the record involved is
determined to be personal record, an agency may not disclose by
any means personal record information unless the disclosure is:
(1) to the individual to whom the record pertains or his
authorized agent, see, Section 92E-3; (2) information gathered
and held to specifically create a record available to the
general public; (3) pursuant to a statute of Hawaii or the
federal government authorizing the disclosure; or (4) pursuant
to a demonstration of compelling circumstances affecting the
health or safety of any individual. HRS Section 92E-4.

The chapter also limits disclosure to any other
agencies of a personal record except where the disclosure is
(1) compatible with the purpose for collecting or obtaining the
information; (2) consistent with the provider's expectation of
use and disclosure that promoted the use or disclosure; (3)
reasonably appears proper for the performance of the requesting
agencies' duties and functions; (4) to state archives for the
purposes of preservation, maintenance or destruction; (5) to an
agency or instrumentality of any government within or under
United States control or an authorized treaty or statute, for a
civil/criminal law enforcement investigation; (6) to the
legislature, or its committees; (7) pursuant to court order; or
(8) to authorized officials of the federal government that
audits or monitors a local agency program receiving federal
money. HRS Section 92E-5. Federal agencies, however, are not
considered within the "agencies" who may obtain personal
records, HRS Section 92E-5, unless specifically authorized by
other law or in law enforcement investigations. HRS Section
92E-5(5); AG.Op.No. 86-14.

The limits on disclosure contained in Chapter 92E,
however, 4o not apply to any information in a personal record
when the agency is ordered by a court to produce, disclose or
allow access to the record, or through discovery rules or
subpoena, or explicit disclosure statutes or rules. HRS Section
92E-13.

The law mandates access to the individual's own
personal record in a reasonably prompt manner and intelligible
form. Where necessary, the agency shall translate any codes or
other abbreviations employed for internal agency use. HRS
Section 92E-2.

After receiving a request, the agency shall allow the
individual to review his personal record and furnish a copy
within 10 or 30 days depending on the circumstances. The agency
may obtain the additional 20 days if the individual receives a
written explanation of the unusual circumstances causing the
delay within the initial 10 working days after the request. HRS
Section 92E-6.

13
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The charge for copies of the record may include not
only the reproduction cost, but also include certification cost
and the costs of transcription (into readable form) and record
search. HRS Section 92E-7.

If the record reveals factual errors,
misrepresentations or misleading entries, the individual has the
right to request a correction or amendment of the record.
Within 20 days after receiving such a request, together with
supporting evidence, the agency maintaining the record shall
acknowledge receipt of the request and evidence and either
correct or amend the record, or refuse to do so. 1In the latter
case, the agency shall transmit the decision in writing
including reasons for the refusal, and inform the individual of
the agency procedures for review of the refusal. HRS Section
92E-8.

This right to review and correct would appear to be
straightforward. It can, however, be quite complex. For
example, a request to alter an information item on vital records
must first be evaluated to determine whether the particular item
(to which alteration is sought) is a personal record of the
individual making the request. AG.Op.No. 86-14 at 42,
Informers, witnesses and investigators or other "sources of
information" whose identities may be contained on "personal
records"™ are not the individuals "about" whom the records are
maintained. Other information such as the ethnicity of the
parents, may be personal records of the parents. Thus a mother
may access the birth certificates of her children to "alter" or
"correct" her "erroneous" ethnicity. Id. at 37-40. She may
not, however, correct the marriage certificate of her parents
(through the access or correction provisions of Chapter 92E).
Id. at 41.

Individual access is subject to limits, however, and
the agency may withhold disclosure of information that is: (1) a
record maintained by the agency principally involved in crime
prevention or criminal law enforcement, and the information
consists of "criminal history record information" pursuant to
HRS Section 846-1, or reports prepared compiled for criminal
investigation or intelligence purposes, including reports of
informers, witnesses and investigators; or other reports
prepared during the various stages of a criminal proceeding,
from arrest through confinement, correctional supervision and
release. HRS Section 92E-3(l1). The exemptions and limitations
also preclude disclosure that (2) would reveal the source of
information furnished to the agency under an express or implied
promise of confidentiality; (3) consists of testing or
examination material or scoring keys used solely to determine
public employment qualifications, and licensing or academic
requirements, where disclosure compromises the integrity of the
process. HRS Sections 92E-3(2) to -3(5).

14


http:AG.Op.No

————

e e

S—

e

Agencies are required to adopt rules implementing the
Chapter. HRS Section 92E-10. There was testimony that no
agency has adopted such rules. See Beverly Keever (I(H) at
44-46). From the Committee's research, the Departments of Human
Services (formerly Social Services and Housing), Labor and
Industrial Relations, Education, and Commerce and Consumer
Affairs have adopted such rules but the others have not as yet.

An agency who fails to comply with the provisions of
Chapter 92E, face civil penalties as provided by Section
92E-11. After exhausting his administrative remedies under
Sections 92E-6, -8 and -9, an individual can sue the agency in
circuit court. HRS Section 92E-1ll(a). If the court finds a
knowing or intentional violation of the provisions, the court
can order compliance or enjoin improper agency action and assess
money damages not less than $100.00, court costs and reasonable
attorneys fees. 1If the individual's claim is frivolous,
however, the court can assess the fees and costs of the agency
against him. HRS Section 92E-11(b), (c¢) and (d). 1In any event,
the individual has two years from the date of his last written
request to the agency for compliance. HRS Section 92E-1l1l(e).

Any agency employee or officer found responsible for a
knowing or intentional violation of Chapter 92E or any rules
implemented under its provisions may be disciplined by his
director, including a suspension or discharge from his job. HRS
Section 92E-12.

A final note on Chapter 92E, HRS, was suggested by
Hawaii County Deputy Corporation Counsel John Wagner (I(H) at
23-26). As Wagner noted, the privacy provision of the
Constitution basically provides that there be no infringement of
privacy without a compelling state interest. Arguably Chapter
92E does not involve any showing of compelling state interest in
the release of personal record information. The privacy
provision will be the subject of discussion in Chapter 5, in
this volume. At the same time, as a committee member noted,
Chapter 92E is intended to do more than protect privacy. It
discloses agency procedures and records. And as noted, it
provides disclosure to individuals of records about themselves.

General Discussion

The current law was the subject of almost uniform
criticism at the public hearings and in submissions to the
Committee. And even the limited defense that it received had
more to do with the results in a particular case rather than
great satisfaction with the way it functioned.
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Among the most critical of the current law are the
State and County officials who must implement the current law.
Director of Corrections Harold Falk (II at 17) called the law
"vague, outdated and in certain areas, confusing." Falk, in
particular, noted that electronic data processing requires a
better law. Director of Health John Lewin, M.D. (II at 80)
finds the current law difficult and believes that there needs to
be clear-cut standards. Hawaii County Corporation Counsel Ron
Ibarra (II at 137) also found the law confusing. Kauai Mayor
Kunimura (II at 144) said that "[w]hat we would like to see is
legislative relief from the present conflicting statutes or,
alternatively, added protection to our agencies that are left
with much discretion in determining which records can be
disclosed.”™ And the Director of Commerce and Consumer Affairs
(IIT at 1) stated that "[t]he current public records and privacy
laws are the cause of the difficult situation in which we all
find ourselves today and there is simply no substitute for a
substantial and dramatic revision of those laws."®

Non-government witness also felt that change was in
order. Beverly Keever (II at 335; III at 338 and I(H) at
44-46), for example, spoke of modernizing the law. And from a
different perspective, John Jaeger (II at 353) feels that
privacy is routinely violated by reporters, private detectives
and others with assistance from State employees. Jaeger wants
the law changed to provide controlled access to records with
penalties for violating privacy. As Desmond Byrne (II at 317
and I(H) at 57-59) noted, the current situation creates the
impression that knowledge, information or records are available
only to insiders.

An argument for retention of the current law would,
however, have at least two grounds. First, leaving the current
law alone has the advantage of predictability. It has been the
subject of a number of attorney general and corporation counsel
opinions and increasingly of a number of circuit court
decisions. As this body of law grows, the results should become
more and more predictable to all parties involved. And as
predictability is usually seen as a very desirable
characteristic in law, the current law arguably should be
retained.

Second, to the extent that privacy is seen as a
critical need, retention of the current law clearly weighs
heavily toward the interests of individual privacy. The current
law does not contain a good general balancing test and instead
appears to provide that once a record is determined to involve
an individual person, the record most likely will be closed.
This obviously hurts the other interests involved in access to
the information but it clearly does protect individual privacy.
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The weaknesses of the current law are manifest and were
the subject of much of the testimony heard and the comment
received by the Committee.

The most criticized feature of the current law is that
it simply is not a cohesive law. Chapters 92 and 92E in
particular are in obvious conflict. These two laws were written
at different times, for different purposes, and no real effort
appears to have been made to properly link them together.

As Gerry Keir (I at 217 and I(H) at 40-44) put it, the
great sounding statements in Chapter 92, HRS, are undone by the
overly broad definition of "personal records" in Chapter 92E,
HRS. 1In his view, this concern with the personal aspect has
been allowed to override other factors such as the fact that the
person involved is a public official, that tax dollars are being
used or that the public interest in access is substantial in a
particular case.

An example of the conflict illustrates the point.
Section 92-50 treats almost any information held by the state or
county as a "public record." Chapter 92E, on the other hand,
prevents disclosure of "personal record"” information, such as an
individual's financial, medical or employment history, except in
limited situations. And by definition, "personal records" also
includes "public records."™ The effect of this is to make public
records to some degree a subset of personal records. It leads
to the highly debatable result that a "public record" with its
attendant rights of access may thus only include "non-personal
record information," absent a specific statute requiring
disclosure,

The result is that while the testimony suggested and
the federal and uniform law formats provide a balancing of .
interests, Hawaii's law appears (and has thus far been held) to
give primacy to personal privacy interests through the operation
of Chapter 92E.
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(Chairman's Note: As discussed earlier,
the Hawaii Supreme Court has had under
review a case involving the interpretation
of Chapter 92E, HRS. The opinion was
handed down just before this report went-’
to the printer and after the Committee
members had reviewed the draft chapters.
What follows therefore is a brief
discussion of the case as well as the
chairman's view of its significance.)

On December 3, 1987, the Hawaii Supreme Court issued
its opinion in Painting Industry of Hawaii Market Recovery Fund
v. Alm, 69 Haw. Advance Sheet No. 12094, P.2d (1987). 1In
essence, the Court held that it takes more than the presence of
a person's name to make a record into a "personal record" and
thus unavailable for public inspection under Chapter 92E, HRS.

The Supreme Court's opinion, while a brief seven pages,
is worth looking at in detail for the analysis the Court used:

l.

The Court began by determining whether the record
involved (a settlement agreement in a contractor's
disciplinary case) was a "public record." Under
Section 92-50, HRS, this determination has two
parts; (i) whether the record inveolved is one of
the types of records covered by this section, and
(ii) whether the record involved invades the right
of privacy of an individual.

The first question was answered in the affirmative
as the Court found the settlement agreement was
"filed" with the State and was therefore the type
of record covered by the section.

The second question was answered in the negative
based on the Court's review of the legislative
history of this provision. The Court found that
the records which invaded privacy rights were, for
example, "examinations, public welfare lists,
unemployment compensation lists, application for
licenses and other similar records."” Essentially
the Court held the settlement agreement didn't fit
into that category since most of the information
was otherwise public and the remaining item simply
dealt with whether violations of law had occurred.
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(Comment: It should be noted that if either
question had been answered differently, if either
the records had been found not to be public
records or if the records invaded the privacy of
individuals, the analysis would have stopped and
access would have been denied.)

Having determined that the record was a "public
record," the Court then turned to the second stage of the

analysis.

2‘

The next step in the Court's analysis was to
determine whether the record was a "personal
record" under Chapter 92E, HRS. This is a
critical question because the Court emphasized in
the headnotes that personal records are not
subject to public disclosure. See also Sections
92E-4 and 92E-5, HRS.

The Court began by noting that Chapter 92E is
intended to implement the constitutional right of
privacy by regulating access to "personal record.”

The Court then turned to two guestions in
determining whether the settlement agreement was
about any person and therefore a personal record:
(i) whether the presence of an individual's name
makes it a personal record, and (ii) whether
personal information is otherwise involved?

On the first question the Court said that the
presence of an individual's name was not enough by
itself to make that record one which is about the
individual or to make it a "personal record." In
so ruling, the Court declined a literal reading of
Chapter 92E on the basis that such a reading would
be "absurd and unjust."

On the second question, the Court examined the
scope of information which qualifies for
protection under the privacy provision. The Court
held that records which involve "highly personal
and intimate information" were to be protected.

In defining that concept, the Court used Chapter
92E's "personal record" definition and the
illustrations provided in that law, i.e., medical,
financial, educational or employment records.

Such records were found not to be involved in this
case,
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{Comment: As somewhat of an aside, the Court in
framing the issue, and in discussing the "personal
record" aspect of the case, placed emphasis on the
fact that the essential party involved was a
corporation. How much this impacted the reasoning
is difficult to say but it is worth noting since
corporations have no privacy rights under Chapter
92E which applies only to natural persons. See
Section 92E-1, HRS.)

There will clearly be a good deal of discussion about
this opinion the coming days and months. Whatever it finally
comes to stand for, the following items seem clear in its

aftermath:

1.

Chapter 92E, HRS, has been sustained as a valid
interpretation by the Legislature of the
constitution's privacy provision;

Chapter 92E, HRS, will not be applied mechanically
to cover any record which has an individual's name
on it; and

Chapter 92E, HRS, will instead protect "highly
personal and intimate" information such as
medical, financial, educational and employment
records.
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CHAPTER 3

FEDERAL FREEDOM OF INFORMATION AND PRIVACY ACTS

The federal system presents a second basic approach to
a comprehensive public records law., Public access to
information within the federal government stems from two
statutes. One opens access to public information in nearly all
its various forms, including rules, opinions, orders, records
and proceedings. 5 USC Section 552. This statute is more
commonly known as the "Freedom Of Information Act," or "FOIA."
The second limits access to records of the individual citizen.
5 USC Section 552a. This section is more commonly known as the
"Privacy Act." These statutes are described in greater detail
below. See, Appendix F in this Volume.

Freedom of Information Act

The structure of FOIA begins with the proposition that
all records are available unless specifically exempt. 5 USC
Section 552(a). FOIA directs that each agency shall publish in
the Federal Register:

(a) a description of its organization and established
places where the public may make submittals and requests,
and obtain information or decisions, from which employees or
members, and the methods to do so;

(b) statements of general function, how functions are
directed and determined, including the essence and
requirements of all available formal and informal procedures;

(c) rules of procedure, descriptions of forms or where
forms are obtained, and instructions as to the scope and
contents of all papers, reports, or examinations;

(d) substantive rules of general application and
statements of general policy or interpretations of general
application formulated and adopted by the agency; and (e)
each change to the above. Id. Section 552(a)(1l).

Each agency shall also make available for public
inspection and copying (A) complete final opinions and orders in
cases; (B) statements of policy and interpretations adopted by
the agency and not published in the Federal Register; and (C)
administrative staff manuals and instructions affecting members
of the public. This shall not apply, however, if the materials
are published promptly and copies offered for sale. To prevent
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clearly unwarranted invasions of personal privacy, an agency may
delete identifying details when making available or publishing
items (A-C) above. The deletions, however, must be fully
justified in writing. "Each agency shall also maintain and make
available for public inspection and copying current indexes
providing identifying information for the public as to any
matter issued, adopted, or promulgated after July 4, 1967, and
required by this paragraph to be made available or published.”
Id. Section 552(a)(2). Any agency with more than one member
shall also make publicly available the record of the final votes
of each member in every agency proceeding. Id. Section
552(a)(5).

Following a request for records, other than those
available under items (a-e) and (A-C) above, which reasonably
describes the records and is made according to the rules stating
the time, place, fees and procedures to be followed, each agency
shall make the records promptly available to any person. Id.
Section 552(a)(3).

Each agency is also required to publish by rule a
schedule of fees for processing requests, as well as procedures
and gquidelines for waiver or reduction of said fees. The rules
provide for differing charges, depending on whether the
requesting party is a commercial user, a noncommercial user such
as a university or news media, or all other users. Disclosure
of the information in the public interest warrants reduced or no
charges., The statute strictly controls what comprises the
charges for document search, duplication or review. Id.

Section 552(a)(4)(A).

If any dispute arises concerning the withholding of a
requested record, FOIA provides for taking the dispute to the
federal district courts. The complaint is heard de novo, or .
"anew." The court may examine the agency records in private to
determine what parts are properly withheld under the exemptions
of FOIA, id. Section 552(b), and as discussed further below.
The agency carries the burden to justify its action. The court
can enjoin the agency from withholding the records and order
production. The court may also assess attorney's fees and other
reasonable 1litigation costs to the substantially prevailing
complainant. Id. Section 552(a)(4)(B-E).

Should the court find against the agency, under certain
conditions, the statute mandates a further proceeding to
determine whether a disciplinary action is warranted against the
employee or officer primarily responsible for the withheld
records. Id. Section 552(a)(4)(F).

Definite time limits exist for responses to requests
for records and for appeals of denial of requests. For most
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records noted above, the agency has ten days to respond to the
request, give the reasons for the determination made, and inform
the requester of the right of appeal to the agency head. 1If
therequester then appeals a denial of his request, the agency
must determine the appeal within twenty days of its receipt. If
the denial is upheld in whole or in part, the agency will then
inform the appealing party of the provisions for judicial review
noted above. Id. Section 552(a)(6). "Unusual circumstances"
provide a basis for extending the time limits for no longer than
ten working days. This may mean records are located in an
office other than the one processing the request; voluminous
amounts of records are involved; or, there is a need to consult
another agency with a substantial interest in the request or its
subject matter. Id.

If the agency fails to comply with the time limit
provisions for most requests, the law treats this failure as an
exhaustion of the requester's administrative remedies. Id.
Section 552(a)(6)(C). These circumstances would then permit the
filing of a court action to resolve the delay, or ultimately,
the failure to produce the records. Any notice of a denial of a
request shall give the name and title of the agency person
responsible for the denial. Id.

Despite the foregoing, FOIA specifically denies public
access to certain kinds of information. The exemptions include
matters: (1) kept secret in the interest of national security or
foreign policy as authorized by an Executive Order, and properly
classified under the order; (2) related solely to agency
internal personnel rules and practices; (3) specifically
excluded from disclosure by statute that leaves no discretion on
disclosure, or establishes particular criteria for withholding
or refers to particular matters to be withheld; (4) trade
secrets and commercial or financial information that is
privileged or confidential; (5) inter-agency or intra-agency
memorandums or letters available only through litigation between
the agencies; (6) personnel, medical or similar files where
disclosure clearly constitutes an unwarranted invasion of
privacy; (7) records or information compiled for law enforcement
purposes when the production could (a) interfere with the
enforcement purpose; (b) jeopardize the right to a fair trial;
(c) reasonably amount to an unwarranted invasion of personal
privacy; (d) result in disclosure of a confidential source or
the information furnished by the source; (e) disclose
‘techniques, procedures and guidelines for law enforcement
investigations or prosecutions if the disclosure might cause
circumvention of the law; or (f) could endanger the life or
physical safety of any person. For item (7)(a) above, FOIA
authorizes the agency to treat the records as not subject to the
statute. Id. Section 552(b)(1-7).
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Other exemptions from FOIA include matters available to
the agency regqulating or supervising the examination, operation
or condition of financial institutions, or geological or
geophysical information and data, including maps concerning
wells. Id. Section 552(b)(8 and 9).

The statute treats a failure by the agency to comply
with the time limit provisions as an exhaustion of the
requester's administrative remedies. On a showing of
exceptional circumstances and due diligence by the agency,
however, the court can allow additional time to the agency. Any
notice denying a request for records shall state the names and
the titles or positions of each person responsible for the
denial. Id. Section 552(a)(6)(c).

Certain other records are treated as "not subject" to
the requirements of FOIA. The included records appear as very
specific examples of records treated elsewhere within the
statute. For example, this includes records maintained by the
Federal Bureau of Investigation relating to foreign intelligence
or counterintelligence, or international terrorism. So long as
the records exist as classified information as provided in
Section 552(b)(1l), and remain as classified information, the FBI
may treat the records as "not subject"™ to the requirements of
FOIA. 1Id. Section 552(c)(1-3).

Two additional rules round out the statute. The
statute prohibits withholding of information or limiting the
availability of records to the public, except as specifically
stated in this section, and the statute does not authorize the
withholding of information from Congress. Id. Section 552(d).
Furthermore, "[a]lny reasonably segregable portion of a record
shall be provided to any person requesting such record after
deletion of the portions which are exempt" under Section 552(b).
Id. sSection 552(b).

In addition to the foregoing, a recent amendment to
FOIA requires each agency to submit an annual report to
congress. The required data includes (1) numbers of denials of
requests for records and the reasons for each determination; (2)
the numbers of appeals under subsection (a) subsection (6), the
results, and the reason for each appeal resulting in a denial of
information; (3) the names and title of each responsible party
within the agency for the denial; number of disciplinary actions
taken against an agency office or employee for improper
withholding of records; a copy of every rule made by the agency
and a copy of the agency's fee schedule and total fees collected
under FOIA. Id. Section 552(e).
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Privacy Act of 1974

In the enactment of the Privacy Act of 1974, Congress
found that "the right to privacy is a personal and fundamental
right protected by the Constitution of the United States."
Furthermore, "the privacy of the individual is directly affected
by the collection, maintenance, use, and dissemination of
personal information by federal agencies...." Act of Dec. 31,
1974, P.L. 93-579, Section 2, 88 Stat. 1896 (Section 3 of this
Act is codified as 5 USC Section 552a). Congress further found
that increasing use of computers and sophisticated information
technology greatly magnified the potential harm to individual
privacy, and endangered an individual's financial opportunities
and his exercise of constitutional rights, thus making necessary
congressional regulation of the collection, maintenance, use,
and dissemination of information by government agencies to
protect an individual's privacy. Id.

The purpose of the Privacy Act is to provide certain
safeguards against an invasion of an individual's personal
privacy by requiring federal agencies to permit the individual
to (1) determine what records pertaining to him are collected or
used by such agencies; (2) prevent the unanticipated use of
those records without his consent; (3) permit individual access
to such agency records, and permit correction and amendment,

(4) assure collection or use of personal information for a
necessary and lawful purpose, with current and accurate
information with adequate safeguards to prevent misuse; and

(5) provide civil remedies for willful and intentional misuse of
the information resulting in violation of an individual's
rights. Id.

The Privacy Act defines "record"™ as "any item,
collection, or grouping of information about an individual that
is maintained by an agency, including, but not limited to, his
education, financial transactions, medical history, or criminal
or employment history and that contains his name, or the
identifying number, symbol, or other identifying particular
assigned to the individual, such as a finger or voice print or a
photograph; ...." 5 USC Section 552a(a)(4). The term
"individual®™ as used in the act, means a citizen of the United
States or lawful, permanent alien. Legal entities such as
corporations, partnerships or associations, are apparently
excluded from this definition. The act also distinguishes a
"statistical record" as a "record in a system of records
maintained for statistical research or reporting purposes only
and not used in whole or in part in making any determination
about an identifiable individual," except as provided by the
Census Act, 13 USC Section 8 (relating to Census records). Id.
Section 552a(a)(6). With regards to disclosure of a record, a
"routine use" is defined as the use of such record for a purpose
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which is compatible with the purpose for which it was
collected.” 1Id. Section 552a(a)(7).

The apparent general rule applied under the Privacy Act
provides that "no agency shall disclose any record...by any
means of communication to any person, or to another agency,
except pursuant to a written request by, or with the prior
written consent of, the individual to whom the record
pertains...." Id. Section 552a(b).

As exceptions to the general rule, however, the statute
permits disclosure of the record (1) to the officers and
employees within the agency maintaining the record who need the
record in the performance of their duty; (2) as required under
the Freedom of Information Act; (3) for a routine use of the
record within a system of records; (4) to the Bureau of the
Census for implementing a census, survey, or related activity:
(5) to a recipient who provides the agency adequate written
assurance that the record will be used solely as a statistical
research or reporting record, and the record transfers in a form
that is not individually identifiable; (6) to the national
archives and records administration as a record which warrants
continued preservation or for evaluation to determine whether
the record has such value; (7) to another agency of any
governmental jurisdiction within or under the control of the
United States for a civil or criminal law enforcement activity
authorized by law and the head of the requesting agency in
writing specifies the particular portion desired of the record
and the relevant law enforcement activity; (8) to a person on a
showing of compelling circumstances affecting the health or
safety of an individual if on disclosure notification is
transmitted to the individual's last known address; (9) to
either House of Congress or their appropriate committees,
subcommittees, or joint committees; (10) to the comptroller
general, while performing his duties for the general accounting
office; (l11) pursuant to lawful order of the court; or (12) to a
consumer reporter agency under 31 USC Section 3711(f) (relating
to claims against the U.S. Government). Id.

Except for disclosures under items (1) and (2) above,
the Privacy Act requires that each agency accurately account for
each disclosure of a record by date, nature and purpose, as well
as the name and address of the person or agency receiving the
disclosure. The law also requires the agency to retain the
accounting for the longer of five years or the life of the
record; make the accounting available on request of the
individual named in the record, except for law enforcement
activities noted above in (7); and inform any relevant party of
any correction or notation of dispute to the disclosed record.
Id. section 552a(c).
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Under the law, any individual can gain access to his
record or to any information pertaining to him contained in the
system of records maintained by any federal agency. The
individual may review his record with any persons he chooses to
accompany him, except that the agency may require a written
statement authorizing discussion of the individual's record in
the accompanying person's presence. 1d. Section 552a(d)(1l).

The individual may further request an amendment of his
record. The agency must respond in writing within ten days and
promptly, either correct the inaccurate, irrelevant, untimely or
incomplete portions of his record, or inform the individual of
the agency's refusal to amend the record, the basis for the
refusal, the established procedures for review of the refusal by
the agency head or designated officer, along with the official's
relevant name and business address. Id. Section 552a(d)(2).

Related provisions of this subsection permit the
individual to file a statement of his reasons for disagreeing
with the agency refusal, and notification provisions for
judicial review of the determination by the agency head. After
filing of the statement of disagreement, any subsequent
disclosure of the disputed record shall clearly note the dispute
on the relevant portion of the record, provide a copy of the
statement, and if the agent feels necessary, copies of the
agency statement for refusing to make the requested amendments.
Despite the foregoing, the agency can deny access to any
information compiled in reasonable anticipation of a c¢civil
action or proceeding. Id. Section 552a(d)(3-5).

The remaining subsections of the Privacy Act obligate
federal agencies to insure against the public's perception of
government as a "Big Brother." These duties include maintaining
only such information about individuals that is relevant and
necessary to accomplish the required purpose of the agency,
maintaining individual records in an accurate, relevant, timely
and complete manner necessary to assure individual fairness, and
maintaining no records describing how any individual exercises
his rights guaranteed by the First Amendment. Other duties are
also described. Id. Section 552a(e).

Other subsections concerning promulgation of rules on
procedures used by the public to exercise their rights under
this act, and civil and criminal penalties for violations of
provisions of this act, are left to the reader's perusal. 1Id.
Section 552a(f and g); See, Appendix F in this Volume.
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General Discussion

Despite the restrictions of the Privacy Act, access to
public records at the federal level reflects a commitment to
openness in spite of substantial cost. Unlike Hawaii Law, the
FOIA provisions control the privacy provisions with some
exceptions. Absent a clear exception, such as classified
national security information, the public has access to whatever
record the agency regulations describe. Any "personal
information" can be blacked out of any document to protect
privacy and enable release of the balance.

The obvious advantage is the public's ability to obtain
full and accurate information about the operations of government
agencies. Each agency must describe virtually all documents
within its use and possession. Once published, the public need
only request the document. The agency then carries the burden
of search, review, copying and delivery to the requester. A
second advantage is the clear procedure to redress denial of
request’s for information. The law describes specific
requirements for denial of requests at each level of review, and
imposes sanctions (from administrative discipline to civil
damages, attorneys fees and costs, to criminal penalties) for
unwarranted refusals to produce records. Following the last
administrative step, the federal district courts gain
jurisdiction of the controversy.

At the hearings both Representative Rod Tam (II at 7)
and Desmond Byrne (II at 317) specifically favored adoption of
these laws. Honolulu Managing Director Jeremy Harris (II at
116) pointed out an additional advantage as the substantial body
of appellate case law built by the federal courts in the
interpretation of FOIA and the Privacy Act.

Managing Director Harris also however pointed out a
major disadvantage to these laws, and that is the system's
expense. A system that is based on providing partial (i.e.
segregable) information with other material being blacked out
will require substantial staffing and substantially greater
levels of administrative recordkeeping. These costs will not
only be at initial stages of implementation but will instead be
ongoing if the system is to be maintained.

The flip side of the "substantial body of appellate
case law" is the even more substantial levels of trial court
litigation that gives rise to the case law. This is not
surprising in a system based on crossing out words or
paragraphs. Such a system raises as many questions as it
answers and the deletion choices are often going to be
challenged. There is no way to know whether it produces nore
litigation than any other system, but it clearly leads to
litigation and the attendant cost of "going to court" must be
kept in mind. -
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CHAPTER 4

UNIFORM ACTS

The National Conference of Commissioners on Uniform
State Laws has approved and recommended for enactment in all the
states three acts relating to records. They are: (1) The
Uniform Information Practices Code ("Code"); (2) The Uniform
Criminal-History Records Act ("Criminal Act"); and (3) The
Uniform Health-Care Information Act ("Health Act"). See,
Appendix E in this Volume.

The Code is the generic or more general act relating to
records. The design allows for change. The Code also admits
that records relating to law enforcement and to health-medical
records could be treated in greater detail. Appendix E at
4-5.,* The drafters may have thus anticipated the formulation of
the latter two Criminal and Health Acts some five and six years
after formulation of the Code.

As indicated by their titles, the Criminal and Health
Acts follow a subject matter approach to records. While
treating these subjects in greater detail than the Code, they
also raise substantive issues in their areas which are beyond
the scope of this report. While discussed generally below, the
reader is directed to the acts themselves for a full review of
their content. See, Appendix E.

As the reader will see from the details provided below,
the Code can work together with other uniform acts or it can
stand alone with existing specific disclosure and
confidentiality statutes. The Code presents an alternative to
existing general public records and privacy laws that honors
existing record choices, and offers a balance of the public's
need to know versus individual privacy when determining access
to records where the legislature has not spoken.

* This and all subsequent references to pages in Appendix E
refer to the existing page numbers of the Code only. This
chapter shall refer to the Health and Criminal Acts
generally without page numbers.
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Uniform Information Practices Code

The Code is comprised of five articles as follows:

Article I: General Powers and Definitions

Article II: Freedom of Information

Article III: Disclosure of Personal Records

Article 1IV: Office of Information Practices
Article V: Exemptions

Articles I-III and V comprise the major provisions of
the code and will be discussed first. Article IV is an optional
provision that will be discussed last.

The Code presents its purpose or general policy in
Article I. The policy intends to accommodate two fundamental
public interests: government accountability through openness
and individual privacy for records maintained by the
government. A general policy of access to those records and a
specific policy of accountability to individuals in the
collection, use and dissemination of information relating to
them serves the public interest in open government. The Code
serves the second interest and protects individual privacy
whenever the public's interest in disclosure does not outweigh
an individual's interest in privacy. Appendix E at 6
(Section 1-102).

Article I also presents general definitions used in the
Code. Section 1-105 defines five types of records held by the
government. The definitions, however, are not exclusive and
appear to overlap.

A "government record" means information maintained by
an agency in written, oral, visual, electronic or other physical
form. A "personal record" means any item or collection of
information in a government record which refers to a particular
individual, whether or not the information is maintained in
individually identifiable form. An "individually identifiable
record" (hereinafter "individual record®™) is a personal record
that identifies or can readily be associated with the identity
of the individual to whom it pertains. A "research record" is
an individually identifiable record collected solely for a
research purpose and not intended for use in its individual form
to make any decision or take any action directly affecting the
natural person to whom the record pertains. Finally, an
"accessible record" means a personal record, except a research
record, that is (1) maintained according to an established
retrieval scheme or indexing structure on the basis of the
identity of or so as to identify individuals; or (2) is
otherwise retrievable by the agency using information provided
by the requester without an unreasonable use of time, effort,
money or other resources. Appendix E at 7-8.
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The word "agency" is defined as a unit of government in
the state, any political subdivision, any government entity such
as a department, board or office, an officer or other
instrumentality of state or local government, including a
corporation owned, operated or managed by or on behalf of the
state, but does not include the legislature or the judiciary.
The definition also excludes express mention of the term
"employee." Id.

The Code also distinguishes an "individual" from a
"person," two terms that are usually synonymous. The former
means a "natural person." The latter "person" means an
individual as well as any other legal entity, such as a
corporation, government agency, estate, or trust. Any "person"
benefits from the general public's right of access to government
records extended under Article II; specifically, Section 2-102
(a). Appendix E at 8-9. On the other hand, only the individual
or natural person has a right of access to his personal or other
individual records, absent some exception in Article III.
Appendix E at 20 (Section 3-101).

Article II of the Code focuses on the agency duties to
the general public. Section 2-101 requires affirmative
disclosure of the "law of the agency" to the public. Appendix E
at 9-10. Procedural and substantive rules of general
application, policy statements, and interpretations adopted by
the agency shall be disclosed as well as final opinions and
orders resulting from adjudication of cases. While the agency
cannot maintain a "secret law,”" on the other hand, it is not
required to make or formalize its rules or decision-making
processes., Furthermore, because information requests under this
section are not subject to the procedures indicated in Section
2-102 following immediately below, production of the record must
be immediate. Id.

Section 2-102 of Article II sets forth agency duties
when reviewing a request by any person for government records.
Recalling that there are five definitions of records under this
Code, this section makes clear that as to "government records,”
the agency shall make such records available to any person for
inspection and copying except as restricted by Section 2-103.
The information, however, must be readily retrievable in the
form as requested. There is no obligation on the agency to
compile, summarize, or otherwise create a "new" record.
Appendix E at 9-14.

This section also specifies agency alternatives on
receipt of a request for (government) records. The commentary
makes clear that only a written request for access under
subsection (d) of Section 2-102 triggers the administrative and
judicial review mechanisms of Article II. Id. at 12,
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(commentary). Within seven days following receipt of an
appropriate request for records, the agency shall: (1) make the
record available; (2) indicate that the record is unavailable
and when the record will be available within 21 days of the
request; (3) indicate that the agency does not maintain the
record and who does maintain such record if known; or (4) deny
the request. 1Id. at 10-11.

If the agency denies the request, Section 2-102(f)
provides for a written agency response specifying reasons for
the denial and identifying the individual responsible.
Furthermore, the agency shall inform the requester of his right
to a review of the denial by the agency head. If the agency
head then upholds the denial, he shall render a written decision
specifying his reasons and further inform the requester of his
right to judicial review of his request under the Code.

Section 2-103 lists 12 categories of government records
that are exempt from the disclosure requirements of Article II.
These exemptions are as follows: (1) law enforcement
information where disclosure would materially impair an ongoing
investigation, intelligence operation or law enforcement
proceeding, reveal confidential informants, techniques or
activities, or endanger individual life; (2) inter or
intra-agency material (other than facts) where intended for
decision-making and disclosure would inhibit or otherwise impair
such decision-making; (3) litigation materials not subject to
pretrial discovery; (4) licensing, employment or academic exam
materials where disclosure compromises the fairness or
objectivity of the process; (5) information that threatens to
compromise or frustrate government contracts if disclosed; (6)
information identifying real property or otherwise related to
the property prior to public purchase; (7) administrative or
technical information such as software or employee manuals,
where disclosure would jeopardize the security of a
record-keeping system; (8) proprietary information marketed
under exclusive legal right and either owned by or entrusted to
the agency; (9) trade secrets or confidential commercial and
financial information obtained on request by the agency;
(10) library, archival, or museum material contributed by
private persons who impose lawful limitations on disclosure;
(11) expressly non-disclosable information under federal or
state law or protected by the rules of evidence; or (12) an
individually identifiable record not disclosable under Article
III of this Code. Id. at 14-15. '

Despite the foregoing, if the agency chooses to
disclose government records enumerated above in items (9-12),
the agency shall reasonably attempt to notify the person to
whom the record pertains and provide an opportunity to object
prior to the disclosure. Concerning item (9) above, the agency



shall notify the person making the claim of a trade secret. If
despite objection the record is released, the agency shall
inform each objector of its decision and his right of review
with the agency head. If the head chooses to release, he shall
also notify the objector of his decision. If the head denies a
request, because the information is within (9-12) above, and the
agency is sued because of the denial, the original objectors
shall also be informed of the suit. Id. at 15 (Section 2-103
(b-e)).

The above prohibitions are not absolute. Any
reasonably segregable portion of the record shall be provided to
the requester after deleting the undisclosable material. 1Id. at
15 ..

The remaining sections of Article II concern judicial
enforcement and employee discipline. A person may apply to the
courts to compel the agency to disclose either the law of the
agency or a government record. In the latter case, the court
shall hear the matter de novo, or "anew." This section provides
for in camera inspection of the record by the court as to what
may be withheld. The court then may assess reasonable
attorney's fees and related litigation expenses against the
agency if the requester-complainant substantially prevails in
his action. Id. at 19 (Section 2-104). Employee discipline,
including suspension or discharge, for. knowing or willful
violations of the provisions of Article II provides an
alternative deterrent mechanism to the usual civil damage and
criminal provisions that are rarely applied. Id. at 19-20
(Section 2-105).

The Code treats the disclosure of personal records in
Article III. Despite its length involving some 16 subsections,
six general areas appear and can be described as follows:
Public and agency access (Sections 3-101, -102, -103, -104);
individual access (Sections 3-105, -106, and -107); research
(Sections 3-109 and -110); public contracts (Section 3-111);
remedies (Sections 3-112, -113, and -114); and agency
record-keeping practices (Sections 3-108, -115, and -116).
Appendix E at 21-37.

The general rule under Article III prohibits disclosure
of an individual record to any person other than the individual
to whom the record pertains unless the disclosure is:

(1) The name, compensation, Jjob title, business
address business telephone number, job
description, education and training background,
previous work experience or dates of first and
last employment of present or former officers or
employees of the agency;
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(2) Pursuant to prior written consent of the
individual referred to in the record;

(3) Of information collected and maintained to make
information available to the public;

(4) Of transcripts, minutes, reports or summaries of a
proceeding open to the public;

(5) Pursuant to federal law or state statute expressly
authorizing disclosure;

(6) Pursuant to a showing of compelling circumstances
affecting the health or safety of any individual,
with agency notice to the individual in the record;

{7) Pursuant to court order with agency notice to the
individual in the record revealing the order;

(8) Pursuant to legislative subpoena with agency
notice to the individual in the record by mailing
the subpoena;

(9) For a research purpose as prdvided in Sections
3-109 and -110; or

(10) In any other case, not a clearly unwarranted
invasion of personal privacy. 1Id. at 21-22.

While most of the foregoing exceptions are
self-explanatory, item 10 is perhaps the most significant as a
"catch-all" category. It relies on the case by case application
of a balancing test elaborated in Section 3-102 and summarized
below.

A clearly unwarranted invasion of personal privacy
occurs by disclosure of an individual record if the public
interest in disclosure is outweighed by the individual privacy
interest. Id. at 22 (Section 3-102(a)). The subsection
provides the following examples of information containing a
significant individual privacy interest, such as medical history
information, criminal investigation information, public welfare
eligibility information, agency personnel files or personnel
appointments, private sector employment history, income tax or
other tax information, individual finances or financial history,
regulatory license investigations, and personal recommendations
or evaluations. Any formal charges or proceedings involving an
employee or licensee, however, removes the privacy protection.

The commentary to Section 3-102 indicates that the
foregoing examples also identify closely related information



that is public and subject to disclosure. Segregation of the
private from the public parts then becomes necessary. Id. at
23-24, The commentary makes clear that the Code is not intended
to override existing "confidentiality" statutes or other
statutes that prohibit disclosure.

When considering disclosure of individual records to
another government agency, Article III specifies limited
circumstances permitting such disclosure. Another agency may
obtain the records if they certify the necessity of the record
to the performance of its duties and disclosure is compatible
with the original purpose in obtaining the record. Because of
its general record-keeping function, the state archives is
always permitted disclosure of another agency's records. When
reviewing the remaining agencies who may obtain another agency's
records, either a statute, agreement, civil or criminal law
enforcement function, authorized audit or review function comes
in to play. Any agency reviewing the information received,
however, is subject to the same restrictions on disclosure of
that information as the originating agency. Id. at 24-25
(Section 3-103). Article III also explicitly states a
prohibition previously alluded to in the commentary, namely,
that nowhere is the disclosure of an individually identifiable
record authorized if that disclosure is otherwise prohibited by
law., This clarifies that the Code is clearly subordinate to
other independent law prohibiting disclosure of records. Id.
(Section 3-104).

An individual's access to his own records is also
treated under Article III. Any individual or his authorized
agent may examine or copy any "accessible record" pertaining to
him. In addition to the procedures established in Section
2-102, this Chapter at 31, the agency shall verify the identity
of the requester and if specifically asked, inform him of all
disclosures of the record outside the agency, a requirement of
Section 3-108(a)(2). Appendix E at 26 (Section 3-105).

Individual access, however, is not absolute under
Article III. The agency may withhold information exempt from
the duty of disclosure by Article II, Section 103(a), except for
2-103(a)(2 and 12). Another exception to this discretionary
"withholding" is information submitted by the requester. 1If
that information, however, involves his own test questions and
answers in any examination used for licensing or employment, the
individual may examine but not copy these items. This safeguard
helps to protect the integrity of the examination process. Id.
at 26-28 (Section 3-106).

The agency under this section may also withhold

information collected and used solely to evaluate a person's
fitness or character but only insofar as the disclosure might
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identify the information source; or information not directly
related to the requester and if disclosed, constitutes a
prohibited invasion of another individual's privacy. Any
existing state law authorizing an agency to withhold information
from a parent or legal guardian of a child is not affected by
this section. Finally, any nondisclosable material under this
section shall be segregated from the otherwise accessible record
prior to its disclosure to the requester. Id. at 27.

If an individual finds any incomplete or inaccurate
information pertaining to him in an accessible record under
section 3-105, he may request a correction or amendment by the
agency maintaining the personal record. Id. at 28-29 (Section
3-107). The procedure by which an individual corrects or amends
an accessible record, as well as the duties imposed on the
receiving agency, are very similar to those procedures described
in Section 2-102. 1In this chapter. The major differences are a
shorter time period (30 days) for the agency to make a final
determination following its review of the initial agency refusal
to correct or amend the record. If the agency thereafter stands
by its initial refusal, the agency shall permit the requester to
file with the record a statement of his reasons for the
requested change and his reasons for disagreement with the
agency's refusal. The agency shall also notify the requester of
his right to bring a civil action as described in Section 3-112
of this Article. Id. at 28.

When the agency discloses information to a third party
about which the agency received the above described statement,
the agency shall identify the disputed information, furnish a
copy of the individual's statement, and furnish a statement of
the agency's response to the request for correction or amendment
and transmit a copy of this response to the individual. The
agency shall also attempt to provide corrections, amendments, or
statements of disagreement to any and all persons who either
provided or received information concerning the disputed
portions of the record within the preceding three years. 1Id. at
29.

As noted previously, the Code distinguishes a "research
record” from the broader class of "government records."
Appendix E at 7 (Section 1-105); and at this chapter. An agency
may authorize disclosure of an individually identifiable record
for research purposes only if the agency determines that the
research requires use or disclosure of the individually
identifiable record and the additional risk to privacy is
minimal. Secondly, the agency must receive adequate assurances
that the recipient will safeguard the integrity, confidentiality
and security of these records as required by Section
3-108(a)(6), Appendix E at 30, and remove the individual
identifying information from the records on completion of the
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research. As further conditions to the release of the record,
the agency shall secure a written understanding and agreement to
the terms of subsection (a) of Section 3-109 from the

recipient. Finally, any subsequent use or disclosure of the
record in individually identifiable form is prohibited without
express authorization of the agency or the relevant individual.
Id. at 31 (Section 3-109(a)).

Conversely, a person or agency may use a disclose and
research record if they reasonably believe that disclosure will
prevent or minimize physical injury and a limit disclosure to
information necessary to protect the individual. Secondly, the
research record may be disclosed in individually identifiable
form for the purpose of auditing or evaluating a research
program, the audit or evaluation is expressly authorized by law,
and the auditors/evaluators agree not to subsequently use or
disclose the record in individually identifiable form. Id. at
31-32. Thirdly, if the record complies with a search warrant or
subpoena as provided in Section 3-110(a), disclosure is
permitted. Id.

Section 3-110 sets forth the sole purpose for which a
court may issue a search warrant or subpoena for a research
record: to assist investigation of the researcher/record
recipient or personal agency maintaining the record for alleged
law violations., Consequently, the seized or subpoenaed research
record may be used as evidence only in a proceeding involving
the aforementioned parties.

Article III also establishes any contractor, grant
recipient, or related subcontractors performing any agency
functions that require the maintenance of individually
identifiable records as subject to Sections 3-101 and -102 with
respect to those records. For purposes of civil remedies under
Section 3-112, and discussed further below, the contractor or
recipient is treated as a separate agency and thus subject to
injunctive or other relief, as well as liability for money
damages, attorney's fees or other expenses incurred in the
litigation. The section also prevents the agency from
indemnifying the contractor, recipient or subcontractor for
losses suffered under Section 3-112. 1Id. at 33 (Section 3-111).

Violations of Article III (Sections 3-101 through =-111)
relating to personal records may be relieved by court action
filed pursuant to Section 3-112. Id. at 34. The standard of
review, the burden of proof, and the provision for in camera
inspection by the court are the same remedies as provided by
Section 2-104. This Chapter at 33. This section, however, also
provides for an award of money damages against the agency in
addition to any actual pecuniary loss. The section also
relieves the involved agency officer or employee from personal
liablity for the violation.
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If the agency employee or officer willfully discloses
an individual record to any person or agency not entitled to
receive it, with knowledge that disclosure is prohibited, the
agency is then entitled to indemnification from the employee or
officer. The award of reasonable attorney's fees and other
litigation expenses against the agency is also provided for in
the same as in Section 2-104.

Article III also contains a section identical to
Section 2-105, this Chapter at 33, which provides for employee
discipline in the event of a willful violation of any provision
of Article III. Appendix E at 35 (Section 3-113). As a final
remedy, Article III provides for criminal penalties against the
agency officer or employee, or authorized research recipient,
who commits an offense with the same elements that would entitle
the agency to a civil indemnification. Compare, Id. at 35
(Section 3-114(a)), with, Id. at 34 (Section 3-112(e)). An
additional offense is created for anyone who obtains an
individual record by the use of false pretenses, bribery or
theft or otherwise obtains a disclosure prohibited to him.
Appendix E at 36 (Section 3-114(b)).

Rounding out Article III are three sections relating to
agency recordkeeping. The agency shall collect and maintain
only that information about individuals necessary to accomplish
its legally authorized purpose. The agency shall also maintain
a record of all disclosures of individual records to recipients
outside the agency during the preceding three years, including
the recipient's identity and the date of each disclosure. The
agency, however, is not required to maintain an accounting of
disclosures made pursuant to Sections 3-101 (1) through (4), and
Sections 3-103(a)(2), (5), and (7); Id. at 29-30 (Section
3-108). This section also imposes duties on the agency
concerning from whom information is gathered, information
provided to that individual, sets standards to ensure fairness
an agency action affecting the individual to whom the records
pertain, and establishing safeguards to assure the integrity,
confidentiality, and security of individual records. Id.

Any agency or component principally involved in
criminal law enforcement are exempt from the provision requiring
an accurate, complete, timely and relevant collection of
information that assures fairness, if the agency clearly
identifies potentially inaccurate, untimely, incomplete or
irrelevant information to its users or recipients. Id.

Each agency is further directed to issue instructions
and guidelines concerning how the agency intends to comply to
the provisions of Article III, and assure the education of its
employees and officers concerning Article III's requirements and
the agency's procedures adopted pursuant to the Article. Id. at
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36 (Section 3-115). The last section of Article III calls for
an annual report describing the personal records maintained by
each agency. The report shall also be available for public
inspection. Id. at 37 (Section 3-116).

If the agency, however, is exempted under Article V of
this Code, Appendix E at 40-41, such an exemption would include
instructions and gquidelines referred to above. The exemption
provision, Id. at 40-41 (Section 5-101), intends to relieve
smaller agencies with limited resources from the obligations of
the Code when the public benefits from full compliance is
minimal and outweighed by the benefit to the agency resulting
from the exemption. Id. at 36 (comment).

Article 1V is an optional provision that creates an
Office of Information Practices. While not necessary to the
effectiveness of the Code, the office can function as a
centralized record agency that: (1) monitors general agency
compliance; (2) advises agencies about compliance
responsibility; and (3) informs the public of its rights under
the Code and how to exercise those rights. Id. at 38-40. While
the oversight responsibilities for Article II and Article III
are separately enumerated, the comment suggests that the
division of the oversight function between two agencies is the
least workable format to monitor compliance. Separation of this
function would tend to institutionalize rather than resolve the
tension between freedom of information and privacy. A singular
office with responsibilities for both areas is preferred because
of this inherent tension and the need for a sound resolution of
the interests. Id. at 40.

Practically speaking, separation of the oversight
responsibilities will lead to differing applications of
discretionary choices between disclosure and nondisclosure,
analagous to separate scales that lack a uniform standard of
measurement. A singular agency, on the other hand, should have
a consistent application of the balance between disclosure and
nondisclosure that would provide predictability between the
articles. The comment even goes so0 far as to state that
judicial enforcement of Articles II and III is preferred to two
separate oversight offices.

Uniform Criminal-History Records Act

The Uniform Criminal-History Records Act ("Criminal
Act") creates a central databank of criminal-history records in
the state, and governs the dissemination of those records from
this databank to law enforcement agencies, the courts, and the
general public. The criminal act also selects what are
"reportable events" that create the criminal-history record, a
substantive issue beyond the scope of this report. Hawaii
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already has an established criminal justice data center and
numerous specific statutes directing the disclosure or
confidentiality of criminal records. The reader is thus invited
to compare current Hawaii law, especially HRS Chapter 846, with
the full text of the Uniform Act in the appendix to determine
whether adoption is necessary under the circumstances.

Appendix E.

Uniform Health-Care Information Act

The Uniform Health-Care Information Act ("Health Act"),
like the Criminal Act, attempts to centralize the law on
dissemination of all health records. By analogy to the Code
discussed previously, the "health care provider" assumes the
role of the "agency" under the Code in providing access to
patient records, permitting corrections, amendments, or
disagreements to those records, and sanctions for unauthorized
disclosure. The major difficulty with the detailed discussion
of the Act here, however, is the definition of "health care
provider" which includes all licensed, certified, or otherwise
legally authorized health professionals. The Act thus directs
rules for records of the private practitioner, regardless of his
receipt of any public moneys, as well as the publicly employed
practitioner. Any discussion of the merits of legislation
controlling private record practices is clearly beyond the scope
of this report and is left to the reader for his own perusal.
Id.

General Discussion

In evaluating the Code, there are essentially two
issues which must be addressed: what are the merits of the Code
as a comprehensive records law; and, what are its advantages or
disadvantages over the other alternatives (current Hawaii law or
the FOIA/Privacy Acts?).

A very positive feature of the Code is the
consolidation of two fundamental public interests, open
government and individual privacy, within the same law and
operating on the same issue: the disclosure of government
records, or records held by the government. Problems over how
to construe two different substantive laws (public records and
privacy) enacted at different times with different intents do
not affect the Code. Such problems clearly exist with the
present Hawaii law involving HRS Section 92-50 and HRS Chapter
92E. This problem is less prevalent with the federal FOIA and
the Privacy Act. '

The Code's method of resolving or otherwise reducing
the tension between open government and privacy is unique among
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the laws. First, two lists are created, one designating records
available for public inspection, and a second list of
confidential records. All other records that do not fit within
either category then fall into a balancing test to determine
whether the public interest in disclosure outweighs the
individual interest in privacy. And even where a personal
record is involved, if the release does not involve a "clearly
unwarranted invasion of privacy," such information can be
released. Furthermore, any existing statutes addressing the
confidentiality of records would remain intact, as would any
specific disclosure statutes. Finally, this balancing process
provides a strong argument that where the public interest
requires disclosure, the "compelling state interest" test in the
Hawaii Constitution has been met.

‘The existing choices, as a combination of the two lists
in the Code and existing specific statutes, may in fact comprise
a very large percentage of government records. 1In this manner,
the Code eliminates much of the uncertainty that may exist under
the present law. A clearer law should promote less litigation.
The legislature then becomes the forum for interested parties to
lobby for access or privacy of a particular record (and its
inclusion on a list), rather than the courts.

Agency compliance with the Code, while more demanding
than the existing Hawaii law, appears far less onerous than with
federal law. Similar to FOIA, the Code requires disclosure .of
the "law of the agency." Unlike FOIA, however, the agency need
not describe all known records available within the agency. The
Code also provides a balancing test with a number of examples of
records or information which fall on each side of the line. The
examples should enable the agency to quickly resolve most
requests for most records or information.

Judicial review under the Code is similar to FOIA. The
key, however, appears as the discretion permitted the courts:
the more specific the law concerning public versus private
records, the more predictable the judicial outcome. Again the
lists favor the Code and limits the type of issues likely to be
presented to a court. 1In contrast, the Hawaii law leaves
greater room for a court's interpretation because of the two
statute format and the lack of specificity in the laws governing
record disclosure and confidentiality.

Another advantage of the Code is the five part
definition of a "record." The definitions recognize not only
the public versus personal distinction, but also differences in
the ultimate use of the record. The term "research record"
under the Code would appear to reduce the disputes over access
and distribution of such information. Both the public interest
in legitimate research and the private interest in limited
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disclosure are served. Existing Hawaii law, outside of some
specfic record statutes, make no provisions for such records.

Despite the above advantages, no state has adopted the
Code. This may be due more to local politics and the existing
laws in other states than to the merits of the Code provisions.
This is, for example, likely to be the case in a state without
HRS Chapter 92E, and without a constitutional right of privacy.
In such a state, the Code with its recognition of privacy
interests might seem a step towards restrictive rather than
open, laws. If the option in Hawaii was to simply repeal the
constitutional provision on privacy added in 1978 as well as HRS
Chapter 92E, some might prefer that to any of the options
presented in this report.

Along these lines, it should be noted that the American
Bar Association (ABA) has not endorsed the Code. When it was
first proposed to the ABA in 1981, the American Newspaper
Publishers Association (ANPA) and the Reporters Committee for
Freedom of the Press spearheaded opposition to its adoption
based on their concern about the privacy provisions.
Consideration of the Code by the ABA was therefore postponed and
it has never been voted on. 1Ironically for Hawaii, the part of
the Code which ANPA and the Reporters Committee opposed is the
one part of the Code that Hawaii has essentially adopted through
HRS Chapter 92E. Whether the attitude of the press will be
different in Hawaii's circumstances remains to be seen.

One further weaknesss of the Code is the failure to
provide protection from lawsuit for the disclosing agency,
officer, or employee. Some form of limitation of liability from
damages caused by a disclosure in good faith compliance with the
Code is an issue which must be considered. Without such
protection, the agencies can be expected to resolve access
questions in favor of privacy in order to avoid any possibility
of lawsuits. Obviously, this result defeats the purpose of the
Code.
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CHAPTER 5

PRIVACY IN HAWAII

by Allison Lynde, Esq.

(This chapter was written by Allison Lynde, Esq., for
use by the Committee in creating a full record of the background
of the current public records and privacy laws. It is excerpted
from Mr. Lynde's forthcoming article entitled, "Hawaii's 1978
Constitutional Convention: 10 Years After." Mr. Lynde is a
member of the Hawaii Bar and a former Assistant Professor of Law
at the William S. Richardson School of Law. He now presently
teaches at Hawaii Pacific College.)

I. Description and Convention History of Right to Privacy

The 1978 Hawaii Constitutional Convention
("convention") amended Article I (Bill of Rights) of the State
Constitution to create a new Section 6 which reads as follows:

The right of the people to privacy is recognized
and shall not be infringed without the showing of
a compelling state interest. The legislature
shall take affirmative steps to implement this
right.

The then-existing Section 5 dealing with the right to
privacy was retained and renumbered as Section 7, which reads as
follows:

The right of the people to be secure in their
persons, houses, papers and effects against
unreasonable searches, seizures, and invasions of
privacy shall not be violated; and no warrants
shall issue but upon probable cause, supported by
oath or affirmation, and particularly describing
the place to be searched and the persons or
things to be seized or the communications sought
to be intercepted.

In 1968, Section 5 had been amended to include the
prohibition against "invasions of privacy" but in general
remained patterned after the federal 4th Amendment. The right
to privacy was discussed at the 1968 convention primarily in the
context of electronic surveillance and wiretapping in criminal
cases. Standing Committee Report ("SCR") 55, however, seemed to

43



take a broader view: "the proposed amendment is intended to
include protection against indiscriminate wiretapping as well as
governmental inquiry into and regulation of those areas of a
person's life which are defined as necessary to insure man's
individuality and human dignity." Proceedings of the
Constitutional Convention of Hawaii of 1968, Vol. 1 at 234.

The 1978 convention, however, recognized "there has
been confusion about the extent and scope of the right,"™ citing
state v. Roy, 54 Haw. 513, 517, 510 P.2d 1006 (1973), which
implied the right did not encompass the concept of a right to
personal autonomy and was limited to "governmental use of
electronic surveillance techniques." Proceedings of the
Constitutional Convention of Hawaii of 1978 ("Proceedings"),
Vol. 1 at 674. 1In order to "alleviate any possible confusion
over the source of the right and the existence of it," the 1978
convention amended the constitution to include "a separate and
distinct section on the right to privacy." Proceedings, Vol. 1
at 1024.

SCR 69 (Committee on Bill of Rights, Suffrage and
Elections) identified three elements to the right:

1. The "common law right of privacy or tort
privacy.® This includes the right to tell the
world to "mind your own business." Examples given
include "invasion of ... private affairs, public
disclosure of embarrassing facts, and publicity
placing the individual in a false light."
Proceedings, Vol. 1 at 674.

2. The "ability of a person to control the privacy of
information about himself." While there is often
"a legitimate need for government or private
parties to gather data about individuals" there is
the danger of abuse in the use and/or
dissemination of such data. Accordingly "the
right to privacy should insure that at the least
an individual shall have the right to inspect
records to correct misinformation about himself."
Id.

3. The "right to personal autonomy."” Characterizing
this as "perhaps the most important aspect of
privacy," the committee stated that this is the
right to "control certain highly personal and
intimate affairs of [the individual's] own life."
The committee noted that "[w]hether an
individual's desire to engage in a particular
activity is protected by this aspect of the right
to privacy ... will remain a matter for the
courts." Examples given include "certain marital,
sexual and reproductive matters...." Id.
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The proposed amendment was subjected to vigorous debate
in the committee of the whole and later at second reading. The
convention overwhelmingly rejected attempts to expand it to
cover reporters' sources, to add language granting public right
of access to public records, and to strike the section in its
entirety. Although the "reporter's sources" proposal was
narrowly defeated 32-40 in the committee of the whole, a similar
change was resurrected and failed at second reading without a
rollcall. A motion at second reading to strike the section in
its entirety was defeated 30-60-12. Other proposed changes
failed without a rollcall. Proceedings, Vol. 2 at 623, 628,
649; and vVol. 1 at 357 and 366. Various delegates voiced
concerns that the amendment would hamper investigative news
reporting and criminal law enforcement or hamper access to
public records. Proceedings, Vol. 2 at 608-649; Vol. 1 at
355-366. 1In debate on the reporter sources proposal, committee
chair Weatherwax noted it was the consensus of the committee
that this should be a statutory privilege. Id. Vol. 2 at 616.
On the public access proposal, Weatherwax stated his opinion
that questions regarding public access and privacy be left to
the courts. Id. at 624.

Committee of the Whole Report (®"CWR") 15 noted that the
addition of Section 6 would give the constitution two provisions
related to privacy. It clarified the intent of the convention
as to the difference in applicability of the two sections.
Renumbered Section 7 was to be construed in the light of the
language in Katz v. United States, 389 U.S. 347 (1967),
regarding reasonable expectation of privacy. Privacy as used in
this sense is not a fundamental right but a test of whether the
prohibition against unreasonable searches and seizures applies.
Proceedings, Vol. I at 1024. Section 6, on the other hand, was
adopted to:

insure that privacy is treated as a fundamental
right for purposes of constitutional analysis.
Privacy as used in this sense concerns the
possible abuses in the use of highly personal and
intimate information in the hands of government
or private parties but is not intended to deter
the government from the legitimate compilation
and dissemination of data. More importantly,
this privacy concept encompasses the notion that
in certain highly personal and intimate matters,
the individual should be afforded freedom of
choice absent a compelling state interest. This
right is similar to the privacy right discussed
in cases such as Griswold v. Connecticut 381 U.S.
479 (1965), Eisenstadt v. Baird, 405 U.S. 438
(1972), Roe v. Wade, 410 U.S. 113 (1973), etc.
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The convention adopted Section 6, along with the rest
of the revisions to Article I, by a vote of 84-9 with 9
excused. Proceedings, Vol. 1 at 462. Both daily newspapers and
the Hawaii Prosecuting Attorneys Association urged the
electorate to reject the amendment. Advertiser 11/6/78 at Alé6.
("TLis proposal could take that [right] to a point where it
would interfere with other rights and needs in our society ...
[it might] excessively hinder police in criminal investigations
and serve as a 'right to secrecy' in situations where public
disclosure is now normal and beneficial.") See also,
Star-Bulletin 11/3/78 at Al8. The amendment, however, was duly
ratified by the electorate on November 7, 1978 by a vote of
131,241 to 120,982, the third lowest margin of passage of the 34
proposed amendments. Advertiser 11/8/78 at Al.

II. Implementation

Section 6 expressly mandates the state Legislature to
implement the right to privacy: "The legislature shall take
affirmative steps to implement this right."™ SCR 69 cited with
approval the Federal Privacy Act of 1974 and indicated the
convention's intent was to protect against actions by both
government and private parties. Proceedings, Vol. 1 at 675.

Noting its intent to implement "in part" Section 6, the
Legislature passed Act 226 in 1980. The Act creates Chapter 92E
of the Hawaii Revised Statutes ("HRS"), entitled "Fair
Information Practice." 1In general, the statute prohibits any
executive agency from public disclosure of a "personal record"
with very limited categorical exceptions. HRS Section 92E-4
allows disclosure in only four circumstances: to an agent; of
information gathered for the purpose of creating public records;
pursuant to statute; and pursuant to compelling circumstances
affecting health or safety.

"Personal record" is very broadly defined to include
"any item, collection, or grouping of information about an
individual that is maintained by an agency." Id. Section
92E-1. An individual has rights of access to his own records
and correction of any inaccuracies in them with certain
exceptions. Id. Sections 92E-2, -3, -6, -7, -8, -9.
Inter-agency transfer of personal records is prohibited with
exceptions. Id. Sections 92E-2,-3,-5. Civil remedies are
available to force compliance and to obtain damages for knowing
or intentional violations of the statute; attorney fees may be
available against the agency in any case in which the
complainant substantially prevails or against the complainant if
the charges are frivolous. Id. Section 92E-11.
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As interpreted by executive agencies, Chapter 92E has
been applied to prohibit the release of the following kinds of
records: exact salaries of government officials; which police
officers were recommended for disciplinary actions; who owns
particular motor vehicles so owners could be notified of car
defects; who obtained state-backed Hula Mae mortgages; the names
of applicants for government jobs; state inspection records
concerning pre-schools in the wake of an alleged abduction and
rape; Department of Human Services internal reports on a prison
shakedown; milk inspection records; ambulance run records
requested by Hawaii Kai residents to determine if their services
were adequate; Department of Commerce and Consumer Affairs
settlement agreement regarding a disciplinary action involving a
contracting company sought by the painting trade industry
association as part of its monitoring of its recovery fund; and
the resume' of a city department head in the face of criticism
that he was unqualified for the position. Star-Bulletin 3/28/84
at Al; Id. 3/18/85 at A3; Id. 3/5/85 at A3; Id. 2/7/87 at A3.
The law has been criticized as "being used to protect government
from citizens" and calls for changes to it have come from Common
Cause, American Civil Liberties Union ("ACLU"), media attorneys
and the daily newspapers. Star-Bulletin 3/28/84 at Al; Id.
11/24/84 at Al; Advertiser 12/19/84 at H2. ACLU did, however,
praise the use of the law to deny Selective Service access to
the names of drivers in order to track down non-registrants.
Star-Bulletin 3/28/84 at Al.

To date, Chapter 92E stands as the only significant
piece of legislation implementing Section 6 and it has not been
modified in substance since its passage. The Legislature has
enacted a handful of other measures treating certain
governmental records as confidential. See, e.g., Act 170, SLH
1981 (general excise tax returns), codified as HRS Section
237-34; Act 241, SLH 1982 (reports concerning elderly abuse or
neglect), codified as HRS Section 349C-8; Act 161, SLH 1986
(reports identifying persons with sexually transmitted
diseases), codified as HRS Chapter 325.

III. Judicial Interpretation

A. Federal right to privacy.

The leading modern case establishing a constitutional
right to privacy is Griswold v. Connecticut, 381 U.S. 479
(1965), in which the Supreme Court held invalid a state law
prohibiting the use of contraceptive devices, as applied to
"aiders and abettors" who operated a birth control clinic. The
Court stated that "specific guarantees in the Bill of Rights
have penumbras, formed by emanations from those guarantees that
help give them life and substance .... Various guarantees create
zones of privacy." Id. at 484. The Court cited the First,
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Third, Fourth, Fifth, and Ninth Amendments as examples of these
zones of privacy. The Court found that the subject law had a
destructive impact on the marriage relationship which lay
"within the zone of privacy created by several fundamental
constitutional guarantees .... Would we allow the police to
search the sacred precincts of marital bedrooms for telltale
signs of the use of contraceptives? The very idea is repulsive
to the notions of privacy surrounding the marriage
relationship." Id. at 485-86.

Eisenstadt v. Baird, 405 U.S. 438 (1972), invoked the
equal protection rational classification standard to overturn
appellee's conviction for distributing contraceptives at a
public meeting. The state law prohibited the giving of
contraceptive devices or information to unmarried persons while
permitting a doctor to prescribe such devices for married
persons, The Court recognized that the right of privacy existed
apart from marriage, explaining: "If the right of privacy means
anything, it is the right of the individual, married or single,
to be free from unwarranted governmental intrusions into matters
so fundamentally affecting a person as the decision whether to
bear or beget a child." Id. at 453.

Roe v. Wade, 410 U.S. 113 (1973) struck down as
violative of the due process clause a state criminal abortion
law which prohibited procuring or attempting an abortion except
for the purpose of saving the mother's life. The Court observed
that its earlier decisions made "it clear that only personal
rights that can be deemed 'fundamental' or 'implicit in the
concept of ordered liberty,' Palko v. Connecticut, 302 U.S. 319,
325 (1937), are included in this guarantee of personal
privacy."™ Roe at 152. These cases indicated the right has some
extension to activities relating to marriage, procreation,
contraception, family relationships, and child rearing and
education. Id. at 152-53. The Court found the source of the
right to be founded in the Fourteenth Amendment's concept of
personal liberty and that such right "is broad enough to
encompass a woman's decision whether or not to terminate her
pregnancy ... but that this right is not unqualified and must be
considered against important state interests in regulation
+e.."” Id. at 152-53. Where "fundamental" rights are concerned,
as hers, regulation limiting these rights may be justified only
by a "compelling state interest." Id. at 155. Since the law
excepted from criminality only a lifesaving procedure on behalf
of the mother, without regard to pregnancy stage and without
recognition of the other interests involved, it violated the due
process clause of the Fourteenth Amendment. Id. 164.

Brest and Levinscn observe that, "Since Griswold, a
wide variety of laws impinging on personal autonomy or privacy
have been challenged under the due process clause ,.. For the

48



- ———

most part, the Supreme Court has not been hospitable to these
claims." Brest & Levinson, Processes of Constitutional
Decisionmaking, Cases & Materials, second ed., 1983 at 683.

The right to privacy cases have been criticized for, among other
things, the absence of a textual or historical basis and the
allegedly arbitrary definition accorded "liberty." J. Ely,
Democracy and Distrust: A Theory of Judicial Review (1980) at

38-41; R. Bork, Neutral Principles and Some First Amendment

Problems, 47 Ind.L.J. 1, 7 (1971.)

B. Hawaii's right to privacy.

There are two leading cases interpreting Section 6. 1/

In State v. Mueller, 66 Haw. 616, 671 P.2d 1351 (1983),
the Hawaii Supreme Court held that in construing the right to
privacy in the personal autonomy sense under Section 6, "a
freedom that is protected thereunder must still be one 'ranked
as fundamental' in the concept of liberty that underlies our
society." Id. at 630. Thus, the court held the state
constitutional right, in the words of CWR 15, "is similar to the
[federal] privacy right discussed in cases such as Griswold v,
Connecticut, Eisenstadt v, Baird, Roe v. Wade, etc." 1Id. at 625.

In Mueller, the defendant was charged under the penal
code, HRS Section 712-1200, for prostitution. She moved to
dismiss the charge, asserting her constitutional right to
privacy regarding sex for hire conducted in the privacy of her
own home. First, the court analyzed whether the activity was
protected under the federal right of privacy. The court
reviewed the cited federal cases on the right to privacy and
concluded that sex for hire at home is not basic to ordered
liberty. "Our review of Supreme Court case law in the relevant
area leaves us with a distinct impression to the contrary, for
we perceive no inclination on the part of the Court to exalt
sexual freedom per se or to promote an anomic society." 1Id. at
628. The court went on to find a rational basis for the
prostitution law in the "need for public order." Id. at 628-29.

1l/ On December 3, 1987, the Hawaii Supreme Court issued its

latest opinion interpreting Section 6 of Article I of the
Hawaii Constitution, and HRS Chapter 92E. Painting Industry
of Hawaii Market Recovery Fund v, Alm, 69 Haw. Adv. Sh. No.
12094,_P.2d4 (1987). For a discussion of this case, please
refer to Chapter 2 of this Volume at 7.
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Significantly, the court declined to interpret the
Hawaii constitution as affording a broader right of privacy than
that of the federal constitution. In a brief discussion on this
point, the court relied heavily on the reference in CWR 15 to
the Griswold, Eisenstadt, and Roe cases. Thus, no purpose to
"lend talismanic effect™ to phrases contained in the convention
reports such as the right to "be left alone,"™ "intimate
decision," "personal autonomy," or "personhood" was inferred
from the State provision "any more than it can from the federal
decisions."” 1d. at 630. The case therefore stands for an
interpretation of the Hawaii right of privacy as coextensive
with the federal right.

The second leading Hawaii case is Nakano v. Matayoshi,
68 Haw. 142, 706 P.2d 816 (1985), where it was held that the
people of Hawaii have a legitimate expectation of privacy under
Section 6 where their personal financial affairs are concerned.

Nakano sued individually and as representative of a
class of Hawaii County employees required to make certain
financial disclosures to the County Board of Ethics by Hawaii
County Code Section 2-91.1. That code section implemented
Article XIV of the Hawaii constitution which directs that "each
political subdivision [to] adopt a code of ethics which shall
apply to appointed and elected officers and employees" and
include provisions for disclosure of personal finances. Id. at
144-45. Plaintiff alleged the code's provisions violated, among
other things, his Section 6 right to privacy.

Citing CWR 15, the Hawaii Supreme Court recognized the
convention's intent to use privacy in an "informational" and a
"personal autonomy" sense. Id. at 149. The court quoted from
Whalen v. Roe, 429 U.S. 589, 598-600 (1977) as follows: "One is
the individual interest in avoiding disclosure of personal
matters, and another is the interest in independence in making
certain kinds of important decisions."™ The court noted that it
had dealt with privacy in the "personal autonomy" sense in
Mueller, supra. The "informational"™ sense was the issue in the
present case, and with respect to privacy in that sense, "we can
only conclude from the committee reports cited earlier that the
people of Hawaii have a legitimate expectation of privacy where
their financial affairs are concerned." I4d. However, the
privacy interest of the county employees here was not "protected
to the same extent as that of other citizens" for the $Simple
reason that Article XIV clearly qualified that right. Id. at
149-50.

Because the plaintiffs here were individuals whose
constitutional right of privacy was qualified by another
constitutional provision, there was no occasion for the court to
analyze in depth the nature and scope of the privacy right in
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the "informational® sense. Nakano, however, is significant in
providing recognition of privacy in the two senses described
with the potential for differing standards of judicial deference
for these interests in future cases. Further, Nakano clearly
recognized a general right of privacy for personal financial
affairs.

C. Other cases.

In State v, Lester, 64 Haw. 659, 649 P.2d 346 (1982),
the Supreme Court intimated that Section 6 was not applicable in
criminal cases. But see, State v. Bayaoa, 66 Haw. 21, 656 P.2d
1330 (1983) (court assumes for argument that Section 6 applies
to prisoners). In State v. Ortiz, 4 Haw. App. 143, 150 n. 8,
662 P.2d 517 (1983), the Intermediate Court of Appeals flatly
stated that Section 6 has no effect in search and seizure
cases. This conclusion appears correct in light of the clear
language of the convention committee reports.

The only federal case to touch upon Section 6 is Jech
v. Burch, 466 F.Supp. 714 (D. Haw. 1979), where the court held

that parents have a right, protected by the 14th Amendment right

of privacy, to give their child any name they wish. Stating
that the federal test is rational relationship, the court noted
Section 6, implying sub silentio that the state test might be
different. (This is apparently due to the "compelling state
interest"™ language in Section 6, Id. at 720 n. 14.) Finding no
rational relationship of the state law requiring children to
bear their father's name to any conceivable legislative purpose,
the court struck down the offending statute. Id. at 721.

IV. Comment

The convention history of Section 6 indicates that the
convention intended the right of privacy to be implemented in at
least three senses: (a) the "common law of privacy or tort
privacy;" (b) in the "informational" sense; and (c) in the
"personal autonomy" sense. Each of these is discussed below.

A. *common law of privacy or tort privacy."

The examples given of this aspect of privacy in SCR 69
include (1) invasion of private affairs, (2) public disclosure
of embarrassing facts, and (3) publicity placing the individual
in a false light. Although not identified in the report as
such, these categories correspond to those set forth by Prosser
as the different interests protected by the tort law of
privacy. See generally, W. Prosser, Law of Torts, fourth ed.,
1971, chapter 20. The first aspect is what Prosser calls
"intrusion," where relief is available for any intrusion upon
the plaintiff a "physical solitude or seclusion," including such
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conduct as an improper search of his shopping bag in a store,
eavesdropping by ear or electronic means, or peering into his
windows. Id. at 807-08.

The second aspect is what Prosser calls "public
disclosure of private facts" where an action may lie even though
there may be no defamation. This conduct would include public
disclosure of a debt owed, identity of a reformed prostitute, or
medical pictures of intimate anatomy. Id. at 809-10.

The third aspect covers what Prosser calls "false light
in the public eye." Here, examples include publishing the face
of an honest taxi driver next to a story on dishonest taxi
drivers in the city or inclusion of the plaintiff's photograph
and name in a "rogue's gallery" of convicted criminals when he
is not one. Id. 812-13. None of these aspects has been
judicially recognized in Hawaii as yet. However, "violation of
privacy" akin to the tort of "intrusion" is a misdemeanor under
Penal Code (HRS) section 711-1111.

Prosser identifies a fourth tort privacy interest,
which he calls "appropriation." This is conduct appropriating
for the defendant's benefit the plaintiff's name or likeness to
advertise a product, for example, without his consent. This
tort was recognized for the first time in Hawaii in Fergerstrom
v. Hawaiian Ocean View Estates, 50 Haw. 374, 441 P.2d 141
(1968). Significantly, this tort interest is not mentioned in
the standing committee report. This leads to the conclusion
that the convention committee knew quite well what the tort
interests in privacy were and that the tort of appropriation was
the only such interest recognized in Hawaii.

A fair conclusion, then, as to the convention's intent
on the tort right of privacy is that the three interests
identified in SCR 69 should be judicially recognized as aspects
of the constitutional right to privacy when the proper cases and
controversies come before the state courts. This conclusion is
buttressed by the clear language of the standing committee and
committee of the whole reports that the privacy right was to be
enforced as against private parties as well as government. It
is unlikely, however, that the intent was to exalt these rights
above other ordinary tort interests. But contrast this to New
York Times v. Sullivan, 376 U.S. 254 (1964) which greatly
extended the common law privilege of "fair comment" in
defamation actions to confer a constitutional privilege based on
the First Amendment which extended to false statements of fact
made without malice. See, Prosser, supra, at 819-20. If this
had been the intent, it is likely the reports and convention
debate would have reflected this with specificity. 1Indeed,
there was no debate on the tort aspects of privacy and no
mention of them in the Committee of the Whole Report.
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It is important to note that State v. Kahlbaun, 64 Haw.
197, 638 P.2d4 309 (1981) held that, in construing the state
constitution, "the debates, proceedings and committee reports do
not have binding force on this court and its [sic] persuasive
value depends upon the circumstances of each case."™ Thus, it
remains unclear to what extent the courts may feel bound to
recognize the tort interests of privacy set forth in the
standing committee report or to identify them as aspects of the
constitutional right.

B. Privacy in the "informational sense."

This aspect of privacy is the most appropriate for
legislative action. SCR 69 identified this aspect as the
"ability of a person to control the privacy of information about
himself."™ It stated that, "at the least, an individual shall
have the right to inspect records to correct misinformation
about himself." Proceedings, Vol. 1, at 674. The report
acknowledged that there are legitimate needs for "government or
private parties to gather data about individuals" and that, as
far as governmental interests were concerned, these interests
would be deemed "compelling" in certain instances. Examples
given included law enforcement and protecting the lives of
citizens, and the committee explicitly did "not envision closing.
off access to court records or public records already subject to
'sunshine' laws but feels that this amendment would be useful in
prohibiting abuse, misuse or unwarranted revelations of highly
personal information." Id. at 675.

CWR 15 was written after substantial debate by the
convention on the scope of the right with respect to public
records, sunshine laws, and reporter sources. It is therefore
probably entitled to more weight as a definitive reflection of
the convention's intent. It stated that "[plrivacy as used in
this sense concerns the possible abuses in the use of highly
personal and intimate information in the hands of government or
private parties but is not intended to deter the government from
the legitimate compilation and dissemination of data." Id. at
1024. .

Thus it seems quite clear that the intent of the
convention was to prohibit abuses of only "highly personal and
intimate information," whether that information be in the hands
of government or private parties and further that there was no
intent to disturb existing laws on public access to records.

In this context, Chapter 92E seems deficient in several
respects., First, the definition of personal records seems
overly broad and not limited to only "highly personal and
intimate information." Second, the use of limited categorical
exceptions to non-disclosure seems inconsistent with the intent
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not to disturb existing public access laws and a desire to
pinpoint only "abuse, misuse or unwarranted revelations."
Third, the statute subjects only governmental agencies to
confidentiality requirements when the convention clearly
intended to also cover private dissemination. Fourth, agency
interpretations of the law seem inappropriate where they result
in prohibiting disclosure where public health and safety or
other legitimate public interests may outweigh the individual
right to privacy (examples include the automobile recall cases,
preschool records following alleged crimes, and the like).

The Legislature recognized when it passed Act 226
(codified as Chapter 92E), that the National Conference on
Uniform State Laws was in the process of finalizing the Uniform
Information Practices Code ("Code"). The Code could serve as a
useful starting point for revision of Chapter 92E. It sets
forth more precise definitions of personal records. Code
Section 1-105. It states a policy of liberal access to
governmental records and limits non-disclosure of personal
records to certain discrete exemptions. Id. Sections 2-102,
3-101. It erects a general balancing test with a presumption in
favor of release, but with a case-by-case application of the
"clearly unwarranted invasion of personal privacy" standard.
Id. section 3-101(10). It establishes an Office of Information
Practices to monitor compliance, advise agencies on
responsibilities, and inform the public of its rights. 1I4.
Section 4-101. The uniform law could also include records
maintained by the private sector such as insurance, banking and
credit institutions. See, Prefatory Note to Code. Some aspects
of the uniform law were incorporated into S.B. 613 which passed
the Senate but was not reported out of committee in the House.
Senate Journal, Regular Session 1985, at 1150-51. Another
comparative provision, specifically mentioned in SCR 69, is the
Federal Privacy Act of 1974, now codified as 5 U.S.C. 552a,
which applies to records maintained by the federal government.

Finally, there should be a review of all statutes which
affect the confidentiality of records with the purpose of
promoting uniformity and adherence to the constitutional
standard. A review of the sections listed under "confidential
information" in the index to the Hawaii Revised Statutes reveals
over 30 separate provisions. Of course, the Legislature is free
to impose a more restrictive confidentiality standard than
called for by the constitution (for example by covering reports
which may not simply be limited to highly personal and intimate
affairs). But in so doing, it should consider the competing
right of public access.
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C. Privacy in the "personal autonomy" sense.

There are both judicial and statutory implications to
privacy in the "personal autonomy" sense,.

i Judicial implications.

SCR 69 stated that "Whether an individual's desire to
engage in a particular activity is protected by this aspect of
the right to privacy, (the right to personal autonomy) will
remain a matter for the courts." Proceedings, Vol. 1 at 675.
CWR 15 referred to the Griswold, Eisenstadt and Roe cases as
guidance for interpretation. The Hawaili Supreme Court opinions,
particularly in Mueller and Nakano, implicitly find the state
right coextensive with the federal right. The court, however,
may not wish to tie itself permanently to the federal right to
privacy, which has been severely criticized as a kind of return
to substantive due process and may be modified with changing
balances on the U.S. Supreme Court. See, Brest and Levinson,
supra. In any case, it seems clear that the convention did not
intend there to be any lockstep approach to defining the state
right, and referred to the federal precedents as examples only.

2. Statutory implications.

The Hawaii Supreme Court's requirement that only
"fundamental®” rights are protected by the state right to privacy
may insure the continued validity of several Penal Code
provisions: for example, marijuana possession, HRS Section
712-1249. (The court upheld the criminalization of marijuana
possession prior to ratification of Section 6 in State v.
Kantner, 53 Haw. 327 (1972), (but see Levinson, J. dissenting on
the grounds of the right to privacy) and State v. Baker, 56 Haw.
271 (1975), followed in State v. Bachman, 61 Haw. 71 (1979));
prostitution, HRS Section 712-1200 (State v. Mueller, supra);
and nudity in public places, HRS Section 712-1214., Of course,
this does not mean the Legislature could not find a statutory
right to privacy covering these kinds of conduct. The Penal
Code does not prohibit consensual, atypical sexual activity.
See, HRS Vol. XII (Chapter 707) at 170. Nor does it make
private possession of pornographic materials a criminal offense,
following Stanley v. Georgia, 394 U.S. 557 (1969). HRS Section
712-1214 at commentary. Private "social" gambling is not an
offense. HRS Section 712-1231. The abortion statute seems
consistent with Roe since it allows for termination of the
pregnancy only of a nonviable fetus. It imposes penal sanctions
for knowing violations. HRS Section 453-16.
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The Legislature may for policy reasons wish to review
the Penal Code in light of Section 6, and in particular the
criminalization of marijuana possession. See, Gray v. State,
525 P.2d 524, 527-28 (Alaska 1974.) Construing a state
constitutional provision virtually identical to section 6, the
court held that the amendment "clearly ... shields the ingestion
of food, beverages or other substances."” See also, Ravin v.
State, 537 P.2d 494, 511 (Alaska 1975)("possession of marijuana
by adults at home for personal use is constitutionally
protected....") But it seems clear that unless the Hawaii court
finds any conduct forbidden by the aforesaid Penal Code
provisions as "fundamental" or implicit in the concept of
"ordered liberty," there will be no legal compulsions to modify
the present provisions.

Other possible areas of examination for the Legislature
include a gay rights bill and creation of a statutory provision
to protect reporters' sources. Although the latter subject was
a major topic of debate at the convention, there is nothing to
suggest that a state constitutional right of privacy is
necessary to protect these sources. In a recent, and apparently
typical case, the U.S. Magistrate refused to order a newspaper
reporter to reveal sources of his cocaine stories, on grounds
among others, of the First Amendment. Advertiser 2/21/85 at AS8;
Star-Bulletin 2/21/85 at Al.

56



I —

— g m—

- —

e

CHAPTER 6

CURRENT ISSUES AND PROBLEMS

During the course of the Committee's work, literally
hundreds of issues and problems were raised by the general
public, by the media, and by public officials. A few issues
arose on their own in the community during this period as well.
This extensive record is in its entirety a plea by the community
and its public officials to have policy in the area of records
made clear.

The extensive record necessitates a careful
organization of the issues raised. There is much that needs to
be addressed but the task is without doubt a manageable one. It
is important, therefore, to set forth the issues in a way that
encourages action by the Legislature. It is the Committee's
hope that once the appropriate structural framework (the current
law, the model acts or the federal laws) is selected, this
chapter can serve as a "menu" of those items which need to be
incorporated into the records law(s) of the State. This will
not, of course, be a totally comprehensive list of issues. 1It
does, however, clearly represent those items about which the
public and the agencies expressed the most concern.

At the outset, it should be noted that access to
records involves both general public access to records and an
individual's access to records about that individual. One
Committee member recommended use of the term "disclosure" when
general public access is involved and "access" when individual
access is involved. This report deals primarily with general
public access issues and no attempt has been made to make the
terminology standard. Nonetheless, greater precision in
terminology should be a feature of any revision to the current
law,

It should also be noted that while the discussion
presents the current handling of the records and as much
discussion as possible of the reasons for handling records in
different ways, there are no assumptions made as to what should
be the final result. Every issue represents a choice to be
made. And the choices are not simply between open or closed,
especially if either the federal law or the uniform act is
chosen as a model. These laws also provide for information
which may be open if the agency finds in that particular case
that the public interest outweighs the privacy interest involved.
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COMMON THREADS

Open Government
Personal Privacy
Guarding the Guardians
Process Integrity

Before proceeding to the specific issues, it is
important to examine certain fundamental threads which run
throughout the material which the Committee examined.

These threads are in essence fundamental notions about
government, how it should function and how it should interact
with the public. These threads are not new and will to many
seem quite obvious. They are nonetheless quite useful and the
treatment which any particular record receives is likely to be
the result of how these threads interact with regard to any
particular record.

The first fundamental thread is that in a democracy,
government and its processes and its records must be open. The
often-quoted "a government of the people, by the people and for
the people"” is a meaningless statement if the people don't know
and can't find out what their government is doing and how their
government is doing it. It is this fundemental commitment to
democracy and desire for an open government which lie at the
heart of Hawaii's public meetings and public records laws.

The second fundamental thread is that there are facets
of our lives which should be private. 1In essence, this is part
of that element of democracy which provides limits on
government's intrusion into lives, whether done by government
for its own purposes or for the purposes of others using
governmental power and resources. This concept of personal
privacy has been found by the U.S. Supreme Court to exist in the
U.S. Constitution. It was also made explicit through the 1978
amendments to the Hawaii State Constitution. The contours and
limits of this zone of privacy are of course the more difficult
issue, but it is the notion of privacy which underlies the
widespread view that medical records or the names of rape
victims should not be made public.

The third thread is somewhat related to the first but
has in recent years become important enough to stand on its
own. As was stated often during the course of this work, the
fitness and quality of government and its officials cannot be
measured if the workings of government are hidden from view.
Essentially, the notion is that while we may have created
government as a guardian of the public good and of our
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liberties, there must always be someone guarding the guardians.
Structurally, it has always been felt that a combination of
legislative oversight and judicial review would be sufficient.
But the question of whether that is sufficient continues to
arise. Events such as Watergate have thrust the media into this
role to a significant degree, but it is a role by no means
limited to the media.

The last thread is less related to fundamental rights
and more to the fact that governments were meant to function
and, therefore, must be allowed to do so. There are cases in
which the way a record is handled can either lend support to or
alternatively undermine the particular function of government
involved. For example, if the minutes of public meetings were
to be kept from the public, the concept of open meetings would
be severely undermined. Or if the records of an ongoing
criminal investigation were open to the public, the
investigation might be compromised. Decisions about records
must, therefore, also take into account the degree to which that
decision affects the integrity of the process.

Again, while there will be many, many factors to be
discussed in the remainder of this Chapter, it is important to
keep these four fundamental threads in mind since each record
decision likely involves one or more of them. And it will also
allow for greater brevity and less repetition in the discussions.
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ISSUE DISCUSSION

We now move to a discussion of the issues and problems
which were raised during the course of the Committee's work. In
order to make the discussion manageable, the material has been
grouped in subjects. The groups are the following:

The Larger Questions
General Access Issues
Records Infrastructure

Statewide Fair Access Questions
Penalty Questions
Miscellaneous Coverage Issues

Judiciary Issues
Legislature and Public Records

Internal Government Processes
Government Employees
Public Works, Public Contracts, and Public Funds
Rosters and Mailing Lists

Business and Professional Regulation
Education and Child Care
Health
Law Enforcement
Natural Resources and Development Controls
Taxation
Miscellaneous Information and Records

Open Meetings Law

General Miscellaneous Issues

Under each group there will be a list of the issues or
problems raised followed by a discussion of those issues or
problems. Each discussion will cite, if appropriate, to the
testimony or submission from which it was drawn. The notations
will have the volume number of the report and the number of the
page on which the testimony or comment appears.

A summary of the oral testimony received at the public
hearings is contained in the minutes of those hearings. These
minutes constitute Appendix H of Volume I. Because there are a
number of appendices in that initial volume both the volume
number and appendix .letter are referenced in the notations. For
example, if the notation reads "Robert Alm (I(H) at 25)," the
minutes involved would be found on page 25 of Appendix H in
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Volume I. All of the written comment and testimony received by
the Committee is contained in Volumes II and III of the Report,
both volumes of which comprise Appendix J. For example, if a
notation reads "Robert Alm (III at 15)," the testimony involved
is found on page 15 of Volume III.

It should also be noted that not every issue or comment
has a citation. The members of the Committee and interested
observers were invited to review a list of the subjects raised
and to supplement the list as appropriate, Items or comments
raised in this manner will thus have no citation.

Each issue will then be discussed in terms of what the
current law is with respect to that issue, what considerations
ought to play a part in the decision on how to handle that
issue, and examples of the material at issue if that would aid
in the discussion.
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The Larger Questions

Accurate, Relevant, Timely, and Complete Records
Limitations on Record-Keeping
Missing Records
Data Banks and Computer Matching
Retroactivity of Amendments

The material received by the Committee focused largely
on disputes over specific records or specific procedures. These
will be discussed in the succeeding sections. The Committee
also, however, heard testimony on certain larger questions which
impact records and records laws across the board.

As the Committee was reminded on a number of occasions,
the quality of the records is just as important as the
accessibility of records. The reason is simple: unless the
record itself is well-maintained, access is not meaningful. One
clear way to assist in ensuring that records are handled
properly is to adopt a standard calling for accurate, relevant,
timely, and complete records. This standard is contained in the
federal law and its adoption was suggested by Beverly Keever
(II at 355; III at 338; and I(H) at 44-46).

In reviewing the standard, it should be fairly obvious
what is called for by "accurate" and "complete" records. Less
obvious perhaps is the importance of "timely" records. It
should, however, be readily apparent that unless the record is
produced on a relatively contemporaneous basis, it is far less
use to the public or the agency. It is also far less likely to
be accurate.,

The most intrigquing and perhaps far-reaching portion of
the standard, however, is the requirement that the record be
"relevant." More 